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Preface

eControl Compliance Management is a software module, by means of which conditions or require-
ments can be documented and long-term compliance with these regulations can be systematically
ensured, irrespective of the current regulations, organisational structure and any requested processing
sequences.

This covers not only requirements, coordinated structures and properly displayed processing sequenc-
es, but also in particular document, measure, audit and risk management. Events or incidents in day-to-
day operations (infringements, damage, other deviations) must also be taken into account and these
can be linked to the individual conditions in order to ensure a network of all available information.

In addition to these services, eControl provides for the traceable storage of data. A sophisticated au-
thorisation control guarantees a company-wide application of these purely web-based systems.

When deciding on the preferred software support for a compliance project, the first attempt is mostly
the use of Excel spreadsheets, directory structures or individual in-house applications. This issue arises
at the start of the project — in a phase in which both technical aspects and organisational adjustments
have to be made in-house. A low priority (unfortunately) is given to audit safety, audit compliance and
information networking.

A master plan is required for operational process management, in order to incorporate all relevant
decision-making aspects and so provide an objectively viable decision-making basis. That is a difficult
task for the EASA working group. Organisational and software interfaces must be created with safety
management and where necessary, quality management responsible for audits and other organisa-
tional units such as the legal department, in order to achieve consistency between the work areas.

A master plan must also take commercial aspects into consideration. These involve on the one hand
the "hard" licensing costs of the eControl standard solution and on the other hand the organisational,
IT and other costs for other organisational forms, which clearly exist but are difficult to quantify ac-
curately. We can of course help you with the formulation of system requirements, specifications etc.,
because as manufacturers we have already had experience of numerous projects with organisations
and authorities.

The chart shown on the following page indicates various elements of a master plan.



Expense
Without integrated
management system

Savings potential

At the beginning of this long authorisation period, which is likely to last more than 10 years, it is easier
to start without an integrated system. The structural application of eControl requires an initial organi-
sational and technical outlay as well as several hours of basic training. However, after a short time the
organisation benefits increasingly from the possibility of being able to merge all data and information
and use it for specialised purposes.

When determining the outlay that an organisation must make over a long period of time, we assume
that the demands on compliance management, processes and networking of components will increase.

The fact is that this — without an integrated overall concept such as eControl — will, technically-speak-

ing, be barely feasible. Instead the data would have to be recorded in many different customised solu-
tions, Excel spreadsheets etc. and expensively maintained.
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This manual focuses on the functions in the context of compliance management. For all other func-
tional areas we would be happy to provide you with product catalogues, white papers or even person-
alised information.

We look forward to hearing from you.




Core functionality

The core functionality of the system is described in summary form below, in order to provide a general
summary of the possible applications in the context of compliance management.

@ Standardised compliance management

@ Compliance management for all regulations

@ Compliance management irrespective of the organisational structure
@ Freely configurable requirements

@ Freely configurable data fields

@ Intuitively operable query generator

@ Version management for regulations

@ Integrated document archive

@ Global documents

@ Export functionality

@ Report generators for project management and monitoring
@ Customised user permissions for each different requirement
@ Links — object links

@ Legally watertight documentation

@ Measure management

@ Change management

@ Risk management

@ Audit management

Standardised compliance management
Compliance management system for airports, airlines and competent authorities.

Compliance management for all regulations

eControl can be used as a software solution for all compliance management regulations (e.g.
Regulation (EU) No. 139/2014, other EU regulations, planning approval notices, authorisation
procedures, IATA and ICAO regulations etc.).

Compliance management irrespective of the organisational structure

eControl can be used for the compliance management of many different organisational units
(e.g. several airports, various subsidiaries, etc.), where the operational and structural organisa-
tion can be flexibly mapped.
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Freely configurable requirements

A number of different regulations such as Regulations (EU) Nos 216/2008 and 139/2014, ICAO
Annex 14, and |ATA regulations in addition to spreadsheets and drawings are already available to
the manufacturer and are loaded into the system as requested. Essentially all regulations can be
updated and changed or new regulations inserted by the customer.

Freely configurable data fields

Depending on the regulations and the existing project organisations, a number of different data
fields or compliance attributes are required. eControl can be freely edited or supplemented by
the customer with a working collection of compliance attributes. Data fields for the non-com-
pliance situation ELoS (Equivalent Level of Safety), AltMoC (Alternative Means of Compliance),
DAAD (Deviation Acceptance and Actions Document) and SC (Special Condition) are in particular
subject to compliance with Regulation (EU) No.139/2014.

Intuitively operable query generator

The system has a standardised query generator, by means of which each data field can be consult-
ed in order to select requirements and thus formulate all filter criteria. These queries comprise
logical operators and parentheses and can be very difficult to define. The queries can be stored
and re-used. In order to make it as easy as possible to apply these queries, queries can be spe-
cifically defined by the software experts in the project office and made available for use to all
specialised departments on demand.

Version management for regulations
For each requirement eControl provides a version management for the systematisation and trac-
ing of the coordination process with the authorities.

Integrated document archive

The integrated document archive provides a fully-automatic version management for each doc-
ument, whereby all documents can be updated and access to old document versions is main-
tained. For each document a number of different metadata can be stored for tagging and used
for full-text searches. Within the context of compliance management, documents are assigned
to a number of different requirements. User-specific access to documents depends on whether
the user has access to the relevant requirement as well as to the relevant compliance category. In
this way, for example, publication of the documents can be restricted in connection with a DAAD
strategy, whilst general documents about the relevant requirements are available to a consider-
ably larger group of people.

Global documents

The structure of this compliance documentation usually follows content-related aspects in the
form of manuals, drawings, etc., rather than the regulations. With eControl an administration of
global documents can be generated, which can be flexibly linked with many different require-
ments. The application of global documents simplifies the maintenance and change manage-
ment of key documents, e.g. the airport manual.



Export functionality

For each requirement, compliance sheets in PDF format can be generated and selec-
tively merged with all relevant documents in the system to ZIP folders. These ZIP fold-
ers enable compliance evidence to be transferred easily and reliably to the competent
authorities. The system documents the transfer in a way that is traceable, so that the
version of the relevant requirement and attached document version can later be ex-
tracted together with the processing history of the relevant requirement.

0 Report generators for project management and monitoring
The compliance management module has different report generators, with which
freely definable status reports can be generated, e.g. for project progress reports,
documentation for work packages, etc. The column layout and selection parameters
of these report generators can be completely freely defined and stored for future use.
The reporting also comprises process sheets, statistical evaluations including diagrames,
cross-tabulation graphics and reports as evidence of any assigned authorisations. All re-
ports can essentially be downloaded in PDF and CSV format and thus processed using,
for example, spreadsheet systems such as MS Excel.

a Customised user permissions for each different requirement
eControl enables the smooth and easy integration of different specialised departments
and this supports the working process. To safeguard the confidentiality of sensitive in-
formation, authorisations for individual requirements, differentiated according to the
compliance category, can be assigned for users and user groups. In this way, for exam-
ple, general compliance information can be disclosed company-wide, but the compli-
ance attributes of any ELoS evidence is reserved for specially authorised users.

@ Links — object links
With the links, requirements can be linked with global documents, other requirements,
audits, investigations, occurrences, etc.

Q Legally watertight documentation
The system’s database provides a complete processing history for each data field and
therefore a legally watertight documentation. A graduated authorisation procedure
exists that regulates the extent to which this processing history may be viewed.

Q Measure management
eControl measure management is also available for compliance management. The
functional scope of measure management comprises a traffic light control system, au-
tomatic measure notifications, a standardised root cause analysis and central reporting.

Q Change management
Compliance management supports change management with a number of different
functions. The assignment of requirements to components and sub-systems enables, for
example, verification of which requirements are involved in the changing of a com-
ponent. In addition, the linking of global documents can be understood. They offer
another indicator for the impact of changes.
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Risk management

eControl provides a risk database, which enables risk assessments to be systematically
stored and the risks classified via a risk matrix (e.g. according to ICAO DOC 9857). Risks
can be recorded for each requirement and for each non-compliance situation.

Audit management

Compliance management describes in general the conversion of an organisation in
compliance with a policy. eControl audit management ensures that compliance is
maintained over time — in particular in the event of changes and/or amendments to
regulations. For Regulation (EU) No. 139/2014 and the Certification Specification (C/S),
an audit catalogue is available, which complies with the classification structure of the
requirements and supports as best it can the preparation, conduct and follow-up of the
four-year auditing cycle.



People involved

12

The people involved in the processing sequences of compliance management are divided according to
organisational and functional criteria into the groups of people listed below.

competent authority

IT-department +— project office +—

management

"\ NS

eControl

external ressources

v

departments

The chart shows the key significance of the project office for the coordination of all the people in-

volved. The task packages of the people involved in the context of compliance management are shown
below.

Competent authority

¢ Verification of evidence

* Technical and legal coordination of the evidence-based procedures and strategies pre-
ferred by the airports

* Schedule coordination to avoid organisational bottlenecks
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EASA projectoffice

General functions of the project office

The different regulations must always be mapped as a hierarchical structure of sub-items and re-
quirements. eControl provides a number of regulations which can be changed or remodelled for

the client by the EASA project office where required.

In standard operations the "EASA" node is subdivided into Regulation (EU) No. 139/2014 and the
Certification Specification. If the certification bases of more than one airport have to be adminis-

tered, a substructure for different airports can be incorporated beneath the "EASA" node:

Monitoring of overall project progress and project timetable
Central coordination of external resources

Safety studies, expert reports, etc.

Minimisation of procurement cost

Communication of project progress and timetable to management

Communication to management of personal, organisational and financial support
required

Setting up of a global document archive

Alignment of structure of documentation and normally divergent structure of
requirements

Competent authority

Communication with the competent authority

Verification and provision of compliance documentation for the competent authority via
export function

Isolation and coordination of non-relevant requirements

Departments

Integration of relevant specialised departments into the project

Explanation of project-specific workflow

Functional and organisational support of the specialised departments

Recognition of content-related overlaps in the activities of the specialised departments
Avoidance of duplication

Review and optimisation of any necessary change and documentation activities with the
specialised departments

Coordination of change and documentation activities with the competent authority



Non-compliance situation

Identification of non-compliance situations
Coordination with the competent authority and ensuring of workable strategies
Conduct of risk assessments

Updating of the risk database

Change management during the lifetime of the project

Analysis of changes with regard to the requirements of the compliance project

Communication to the specialised departments involved with any changes

Focal point eControl / User support

Ensuring the standardised use of eControl by the project office and the specialised
departments

Software briefing of the specialised departments by the project office in eControl

Support of the specialised departments with regard to reporting and query
requirements.

Provision of global query definitions, accessible company-wide
Explanation to the specialised departments of the EASA structure in eControl

Explanation to the specialised departments of the data and authorisation structure in
eControl

Application of new users to the IT department

Assignment of specialised authorisations to the specialised departments for the selective
processing of requirements

Provision and maintenance of compliance categories and compliance attributes

Maintenance of compliance-specific value ranges (work packages, status, components,
etc.)

Airport departments

Collation of available documentation
Uploading of available documents in eControl

Maintenance of data fields for compliance, evidence-based procedures and change activ-
ities in eControl

Analysis of the legal requirements for those assigned to the relevant specialised depart-
ment and other relevant requirements (139/2014, C/S, AMCs, GM)
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Verification and evaluation of available documentation in respect of the evidence-based
procedure

Identification of non-compliance situations
Development of compliance strategies for the avoidance of non-compliance situations

Coordination of evidence-based procedure and compliance strategy with the project
office, where necessary

Identification of global documents and coordination with the project office

Request to the project office for external resources required

Management

Identification of plan deviations

Guarantee of adequate support for the project office and the specialised departments

IT department

Ensuring of serviceability and data backup
Publication of eControl in the Intranet of the airport or organisation
User administration and assignment of permissions to the extent required

Support in the event of technical problems in the project office

eControl / manufacturer

Provision of updated and repaired programme versions

Support services for the efficient processing and analysis of compliance information
Provision as required of SQL queries for complex evaluation requirements

(forensic) support services during the complete analysis of the audit trail

Conceptual advice with regard to the generation and processing of compliance catego-
ries and compliance attributes



Airports - step-by-step towards compliance

The procedure described below ensures the traceable processing of the data and documents compiled
as evidence of compliance as well as the division of responsibilities and communication between all
organisational units involved.

The fine-tuning of the project for the implementation of individual requirements is not one of the
primary objectives of this system. However, if required, it is possible to easily establish and maintain
dates, completion steps, the anticipated scope of the work and other project control information. If
desired, the compliance attribute data fields can be created.

In practice a compliance project gives rise to various sub-projects for the creation of compliance,
which require control using project management tools such as MS Project.

Project set-up

Setting up of the project office Setting up of project office users

Appointment of contact partners by the authority Assignment of permissions for project office users

and the project office Documentation of authorisations awarded

Coordination of a global timeframe with the com-
petent authority

Verification of relevance and definition of specialised departments

Review of all requirements of Regulation (EU) No. Specify EASA certification basis for each require-
139/2014 and certification specification ment

Verification of requirements in terms of relevance/ Make organisational specifications such as organi-
applicability sational unit, department, owners and managers
Specification of documentation desired/required for Documentation and specification of standardised
certification application of compliance attributes by the various

specialised departments

Coordination of non-relevant requirements with the authority

Identification of all requirements that are not part Documentation of the non-relevant requirements
of the certification basis with the report "non-relevant requirements”
Documentation about why the relevant require- Filter: EASA process tree, EASA certification
ments do not have to be met by the airport (com- basis = NO

verification"
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Transfer of work files to the specialised departments by the project office

Explanation of workflow and project organisation

Explanation of global documents where available

Setting up of specialised department users by the IT
department

Provision by the project office of specialised
authorisations for the employees in the specialised
departments

Explanation of user interface
Explanation of data and authorisation concept

Explanation of uniform application of compliance
attributes

Provision of pre-defined queries by the project
office, by means of which the specialised depart-
ments can easily filter "their" requirements

Provision of pre-defined reports by the project
office with regard to independent (partial) project
control

Processing of requirements by the specialised departments

Analysis of assigned requirements by the relevant
specialised department

Collation of documentation by the specialised
departments

Verification and evaluation of available documen-
tation in respect of the verification procedure

Identification of non-compliance situations

Rough analysis of compliance strategies for the
avoidance of non-compliance situations

Generation of additional documentation where
necessary

Coordination of verification procedure and
compliance strategy with the project office, where
necessary

The project office coordinates the verification
procedure and the compliance strategy, where
necessary, with the competent authority, in order
to avoid unnecessary activities or those deemed
unacceptable by the authority

Coordination of required compliance activities by
the specialised department

Documentation and monitoring of project progress
by the specialised departments and the project
office

Uploading of the available documents in eControl

Maintenance of the compliance management data
fields

Status management for any relevant

requirements

Maintenance of data fields for essential status
management



Global documents

Global documents are an integral component of compliance management projects

Global documents should be used if a number of different compliance test requirements

refer to the same "global" document.

Global documents can be available in a centralised structure to which all departments have

equal access.

Global documents can be maintained centrally.

Specification of global documents by the project
office in coordination with the relevant specialised
department.

Communication of the global document structure
by the project office to all specialised departments.

Linking of global documents and requirements by
the specialised departments.

Specification and monitoring of maintenance obli-
gation by the project office.

Making the specialised departments responsible for
maintenance aware that a change in "their" global
documents can impact on the compliance testing
of other specialised departments.

Non-compliance situations

Analysis of change requirement and non-compli-
ance strategy by the project office and the special-
ised department.

Coordination of the relevant strategy by the project
office with the competent authority.

Conduct of risk assessments by the project office.

Prioritisation of the processing of non-compliance
situations by the project office according to a criti-
cal path of the compliance project.

Setting up of a classification structure for global
documents by the project office.

Setting up of structural elements for global docu-
ments by the project office.

Attachment of global documents to these structural
elements by the specialised departments respon-
sible for maintenance ("general process master
data" compliance category).

Assignment of specialised maintenance authorisa-
tions for the responsible specialised departments.

Documentation of the coordinated strategy in
eControl.

Updating of the risk database by the project office.

Incorporation as required of the relevant non-com-
pliance attributes into the relevant requirements by
the project office.

Documentation of the relevant non-compliance
information — capture of the information for the
non-compliance data sheets.
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Evaluation of evidence for each requirement

The projectoffice checks the completeness of the
evidence with regard to the AMCs and the certifica-
tion specification (C/S).

Evaluation of evidence quality by the project office.

If there is any doubt about the evidence or the
quality of the evidence, the project office requests
amendments from the relevant specialised depart-
ment.

Ensuring that when the compliance test is conduct-
ed, clear and understandable references are made
to the attached documents.

Selection of documents to be used as evidence
with regard to the competent authority. The project
management combines all relevant, evidence-re-
lated documents from the secondary layers at the
level of the requirement, provided that the docu-
ments have been stored in the structure beneath
the relevant requirement.

If the project office is not responsible for the
release of the requirements, the project office
submits the release-stage requirements for release
to the organisational unit that is responsible for the
release.

Status management.

The project office updates the status of the
requirement to "release", if the docu-
mentation is suitable for validation by the
competent authority.

The project office leaves the status of the
requirement at "validation" whilst the
project office conducts the final processing
of the requirement.

The project office resets the status of
the requirement to "layer component in
process"”, if amendment or completion
work has to be done by the specialised
department.

Updating of the compliance status of the require-
ments.

Merging of the documents at the level of the
requirement, in order to enable an automated
transfer to the competent authority.



Transfer of compliance information to the competent authority by the

project office

For each requirement the project office generates

a compliance sheet, from which the relevant com-
pliance categories, e.g. "EASA compliance”, "EASA
compliance verification" and "EASA compliance
release” can be specifically selected.

For each requirement the documents to be submit-
ted to the competent authority must be selected.

The compliance sheet provided as a PDF document
and the selected documents are merged in the
system in a ZIP folder by pressing the "Create Zip
folder" button.

Where required the "ZIP export" must be supple-
mented with a documenting ReadMe file, which is
part of the Zip file.

The Zip expert is documented in the processing his-
tory of the requirements. The system tracks which
requirement has been transferred to the competent
authority with which verification documentation.

Coordination of a transfer process with the compe-
tent authority (data carriers, Intranet drives, etc.).

Generation of ZIP exports and conduct of transfer
for each requirement.

After a transfer of the data package to the compe-
tent authority the status is set by the project office
to "Evidence transferred to authority".

Final coordination with the competent authority

The project office receives any additional requests
for evidence from the competent authority.

The project office has minimised as far as possible
the potential need for amendments by early coordi-
nation of the compliance strategy ( & ) or,
if appropriate, the non-compliance strategy

The project office provides the competent author-
ity, where required, with amended or updated
evidence.

As soon as the competent authority accepts the
evidence, the status of the requirement is set to
"approved".

Updating of requirement versions by the project
office.

Content-related documentation detailing the
change in the version information by the project
office.

The version of the attached and linked documents
is fully automatically incremented in the system.

New generation of a ZIP export and transfer to the
competent authority.
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Regulation (EU) No. 139/2014, AMC, CS, und GM and
other regulations

In addition to the relevant requirements of Regulation (EU) No. 139/2014 and the certification speci-
fications, the Acceptable Means of Compliance (AMCs) and the guidance material that is available for
both areas are provided with eControl.

[ 0.EASA
<+l  ADR. COMMISSION REGULATION {EU) No 139/2014 AM/GM
=3- ﬂ‘»d} ADR-A A

- T A —GENERAL REQUIREMENTS (ADR.AR A)
ERY T B — MANAGEMENT (ADRARE)
ERY C — OVERSIGHT, CERTIFICATION AND ENFORCEMENT (A

NS OF COMPLIANCE AND GUIDANCE MATERIAL TO PART ADR-OPS

& DROME DATA (ADR.OPS.A)
& ERODROME OPERATIONAL SERVICES, EQUIPMENT AND INSTALLATIONS (ADR.OPS.E)
4  ADROPS.B.005. Aerodrome emergency planning
* &uf 010. Rescue and firefighting services
* &uf Al g and Inspection of movement area and related facilities
i“#“} ADR.OPS.B.020. Wildlife strike hazard reduction
@m} ADR. Vildlife strike hazard reduction / (a)
@4  ADR: life strike hazard reduction / (b)

@4  ADROPSE.020/ (c). Wildiife strike hazard reduction / (c)
AMC1 ADR.OPS.B.020. GENERAL

1 ADR.OP5.B.020 SENERAL / (a)
1 ADR.OPS.B.020 / (b). GEMNERAL / (a)

c). GENERAL / (a)

SSESSMENT /

SSESSMENT /

M1 ADR.OPS.B.020 / (a) (3). WILDLIFE RISK ASSESSMENT / (a) (3)

In respect of the compliance and the evidence submitted to the competent authority, Regulation (EU)
No. 139/2014, the AMCs and the CS are relevant.

The verification documents can essentially be attached to all elements of the structure in eControl. The
possible assignment of the documents depends on the structure of the content in the documents and
the differentiation of the individual regulations.

If individual conditions contain a list of sub-items, for which definable, individual evidence can be
cited, transparency can be improved by breaking down each section of the conditions into individual
sub-items.

Correspondingly, where certification specifications are particularly extensive, it is possible to assign the
documents not to the CS themselves but to the guidance material broken down into sections.

Conditions, certification specifications and the guidance material are arranged as "nodes" in a hier-
archical structure. The following sections explain how information, documents, measures, etc. can be
attached to these nodes.

For the sake of completeness, it should be pointed out that the nodes are homogenous from a tech-
nical perspective. The only exception is the "sub-item" type node, which is used only for structuring
purposes and to which no data can be attached.



Requirements

eControl provides for the systematic, coherent and traceable storage of all available information in
the context of a requirement or a condition. The capture of requirements for the compliance manage-
ment of Regulation (EU) No. 139/2014 is not necessary - these are already provided by the manufac-
turer.

General data

The dialogue for the maintenance of the general master data of a requirement, process or
sub-system is shown below.

"Type" data field

The "Type" data field indicates whether a node is used to store the data or whether a sub-item is
used to structure the data.

"Version" data field

The "Version" data field provides for the direct release of a new version number. It is at least possi-
ble to increment the version number, if data are coherently transferred to the competent authority,
e.g. the zip-export, or received by it. In this way it remains clear which documents have been trans-
ferred in which version.

Q Process management Business applications> Process management
Process | 6 Attributes | 1 Versions | Documents | Measures | History | Object explorer « 2 » Rights E
LizE Q3017538 BroceHE: CS ADR-DSM.E.365 Valid from/to: 01/01/1900 | /|31/12/2999 External [J Active &
Designation: Clearance distances on aircraft stands
Note: (a) The safety objective of clearance distances on aircraft stands is to provide safe separation between an aircraft using the stand and any adjacent building, aircraft on another

stand and other objects,

(b) An aircraft stand should provide the following minimum clearances between an aircraft using the stand and any adjacent building, aircraft on another stand and other objects:
(c) The minimum clearance distance for code letters D, E and F can be reduced:

(1) for height limited objects,

(2) if the stand is restricted for aircraft with specific characteristics,

(2) in the following locations (for aircraft using a taxi-in, push-back procedure only):

(i) between the terminal (including passenger loading bridges) and the nose of an aircraft. and

(i} over a portien of the stand provided with azimuth guidance by a visual docking guidance system.

Farent element: CHAPTER E — APRONS Order: | cs ADR-DSM.E.365 TYPe:| process
Status: Unknown Test interval: | yndetermined

Version: 1.0 Latest test at: Due:
Org.-Unit: _ Department:

Owner: i Owner VM:

Responsible: _ Respons. VM:

Respons. info:

Description:
Standards:

Emergency notes:

"Org. unit" "Department" "Manager" data field

With the "org. unit", "department”, "owner" and "manager" data fields, a number of different
options are available for the assignment of departments, persons or other organisational units.

"Sort" data field

The "Sort" data field enables sorting that deviates from the "process no.", if for example Roman
numerals make sorting difficult.
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"assigned to" data field
The "assigned to" data field determines the suspension in the hierarchical structure. If the suspen-

sion of a requirement or a sub-item is changed, this impacts on all secondary nodes.

The processing of the "general data" has a far-reaching impact on the structure and requires the
compliance permission "general process master data" for the relevant nodes.
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Compliance attributes

In eControl terminology, compliance attributes correspond to data fields of requirements.
These appear on the compliance attributes register tab and can be freely designed by customers.

The administration and structure of compliance categories, compliance attributes and the corre-
sponding data access permissions are described in Section |,7. Data and authorisation structure”|.

The compliance management module is delivered by the customer with a multitude of pre-defined
attributes, which are either directly applied or simply have to be adapted to the requirements of the
specific processing sequences of the customer-specific compliance management.

& Process management Business applications> Process management
-
Process | 10 Attributes | 1 Versions | Documents | 1 Measures | History | Object explorer « = » Rights E m
Process 09947455 « Taxiway shoulders = Order CS ADR-DSN.D.305
Show only used attributs Show detailed informaticn

EASA Compliance
EASA Node type & | Stipulation '|
EASA Certification Basis & | Yes v |
EASA Applicability & | Yes '|
EASA Edition Status & | Edition compenents in progress v |

EASA Compliance Proof

EASA Compliance Evidence 4 | CAD certification for TXW A, B, C, D, E, F, G appropriate.

P
EASA Compliance Evidence Status | insufficient, not completed pod |
EASA Compliance AltMoC
EASA AltMoc-No. g | /,‘
EASA AltMoC AMCs and Paragraphs . | 4‘
EASA AltMoC Description & | /,‘
EASA AltMoC Safety objective 4| J
EASA AltMoC Deviation & | /,‘
EASA AltMoC Justification & )
EASA AltMoC Reference & | /,‘
EASA AltMaC ALoS Evidence < ]

EASA Compliance Correction Possibilities

EASA Deviation Correction & | necessary, possible h |
possibilities
EASA Deviation Description % [TXW L, 0, P surface not sealed

4
EASA Deviation Measures & [ Limited usage for TXW A, B

i

In the example above the logged-on user has access to the following compliance categories:

* EASA compliance,

* EASA compliance - Proof,

* EASA compliance - AltMoC,

* EASA compliance - correction possibilities,

* EASA compliance - validation

If the logged-on user has no read access to a compliance category, the relevant compliance attrib-
utes do not appear to exist for this user.

In this way each category and each requirement can be configured according to which user is to
have read and, if necessary also write access.
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5151 Versions

The data fields in the register tab "Versions" provide for a systematic version management for all
nodes in the system. As already mentioned, nodes can only be versioned if a node is transferred to
the competent authority as a compliance sheet including the relevant documents.

A new version is then generated at exactly the point at which the user manually places a new alpha-
numeric version number in the "Version" data field (see Section “6.1 General data”).

& Process management

= -
Process | 5 Attributes | 2 Versions | 3 Documents | Measures | History | Object explorer « 5 » Rights

Business applications> Process management

Process 09947464 = Taxiway Strip = Order GM1 ADR-DSN.D.310
|- show deactivated documents

|# Show release history

;I ‘ 2.0 Handover to state government 18/12/2013

(000388 / 1 - 12/01/2016 09:34) Detail drawing lightin
g lighting

|# (000387 / 1 - 12/01/2016 09:22) Modification plan taxiway H, Status as of
=1 [ # (000386 / 2 - 12/01/2016 09:34) Risk Assessment 1020

" (1 - 12/01/2016 09:13) Risk Assessment 1020

=+ 1.0 INIT
- [# (000387 /1 - 12/01/2016 09:22) Madification plan taxiway H, Status as of
[ (000386 / 1 - 12/01/2016 00:13) Risk Assessment 1020

Version | Qualification events

Version ID: 4870
Version: 2.0 Effective from: |22/12/2015
Version title: Handover to state government 18/12/2015

Note:

The available data were submitted on 18/12/2015

Created at/by: |2211212015 | | Espenhain, Frank v ‘
——

Checked by/at: [221122015 | [Lee. Tim v]
—_—

Approved at/by: |22!12!2015 | | Espenhain, Frank

Created on/by:
Changed en/by:

12/01/2016 03:29, FRANK
12/01/2016 03:29, FRANK

eCOI’]lTOl.GI’COﬂdG.Gg
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Documents

Document management is an important element of compliance management. eControl document
management has a number of different intelligent functions, which enable a systematic administra-
tion of very large document files. eControl document management meets the strictest requirements

of traceability and data protection.

The system has unlimited storage capacity and depends only on the storage capacity of the storage

areas.

& Process management

Process | 5 Attributes | 2 Versions | 3 Documents | Measures | History

Process 09947464 « Taxiway Strip » Order GM1 ADR-DSN.D.310

Show deactivated documents
Show release history
Show enly checkedout documents
[+ General documents
- 1D 09947464
i@ EASA - Detail drawing lighting
i 4 EASA - Modification plan taxiway H, Status as of December 1st 2015
i 4 EASA DAAD - Risk assessment 1020
g Linked documents
B | Processes
E-Q 10524 040, Airside Driving
/#3289 Airport Usage Requlations
L[ # 390 Airside Safety

-
Object explorer « =

Document ID:

Compliance
reference:

Title:
Category:

Keywords:

Note:

Source file:

Created on/by:
Changed on/by:

»

Business applications> Process management

LN KR

Rights

Cs i

386 Release state: 3 Checked in ¥

EASA Compliance DAAD

Risk assessment 1020

Risk assessment ¥

Risk ¥
¥

EASA

Process management
Arconda Airpart
Focusing group D, E, F ACs

Risk assessment 1020.docx (00010065_002.docx)

Select

12/01/2016 09:13, FRANK
12/01/2016 12:51, FRANK

Download

Traceability- automatic version management

As soon as an attached document or its descriptive metadata are changed,

the release status of this document fully automatically.

E-[Ja ADR-DSN.D. CHAPTER D — TAXIWAYS
=-éf 5 ADR-DSN.D.310 Taxiway Strip
=-df GM1 ADR-DSN.D.310 Taxiway Strip

. & (1-12/01/2016 09:34) Detail drawing lighting

. @ (1-12/01/2016 09:22) Modification plan taxiway F

E- 4 (3-12/01/2016 12:51) Risk assessment 1020

(2-12/01/2016 09:34) Risk Assessment 1020
o5 (1-12/01/2016 09:13) Risk Assessment 1020

Active ¥

v

« ||

eControl increments

Each version of the uploaded document, including the descriptive metadata is permanently stored
in the file and can be accessed at any time. Incrementation of versions can be deferred by the
checking in and out of documents until a new releasable document has been compiled.
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Data protection - reliable access control via compliance categorising

Each document is assigned to a compliance category by the user. The possibility of viewing this
document or, if necessary, editing it, depends on whether the logged-on user has read or write
access for the compliance category to which the document is assigned.

Thanks to this system any documents can be attached to a requirement, without having to comply
with data protection restrictions. For the administration of access permissions, refer to the de-
scription of process permissions in Section

If documents have been assigned to a compliance category for which the user has no read access,
he has no access to the archive containing them.

Administration - integration into a global archive

The structure of archives used company-wide must be specified, maintained and acknowledged
by the user who is to work with the archive. Data protection requirements make it difficult to use
a global archive.

eControl considerably simplifies structuring and authorisation management, because the docu-
ments are not stored separately, but only in the context of an object.

An example of the cross-object document structure, into which all compliance management doc-
uments are integrated, is shown below.

-- & Operations

|_=_| & Property and personal damage
|_——_| Lf Aircraft damage

1] 1D 00013698

ID 00013737

j| 1D 00013738

|/ Frot wheel damage 737
Jj ID 00013739
ej ID 00013742
- Property damage

-1/ Work accident

[#H-lgg Safety Management System
- Risk DB
[#- Audit management
E- Processes
(g 0 EASA
E| j# ADR-DSN CERTIFICATION SPECIFICATIONS AND GUIDANCE MATERIAL FOR Al

E| @ ADR-DSN.D. CHAPTER D — TAXIWAYS

E* CS5 ADR-DSN.D.210 Taxiway Strip
E* GM1 ADR-DSN.D.310 Taxiway Strip

_* Detail drawing lighting
_ﬂ' Modification plan taxiway H, Status as of December 1si
.| # Risk Assessment 1020

The object structure therefore defines the basic structure of the document archive. The objects
are eForms, audits, risks, etc. — this structure is regularly updated and is easy for the user to un-
derstand. The storage of documents in the context of objects avoids outlay for the maintenance
of the archive structure — the rights to the objects are assigned equally in terms of read and write
access to the relevant documents.



m Search functions - metadata

For each document, in addition to the file itself, the descriptive metadata:

Document title

Category
Tag 1
Tag 2
Tag 3
Tag 4

Reference text

are maintained. The source file or source file name is automatically documented.

For these data fields the system provides both a differentiated search and a full-text search via all
fields, by means of which a user can search the entire archive. This search only takes into account
the metadata from the files to which the logged-on user has at least read access.

Search criterias | Document data

Incident:

| Risk DB

¥ Processes
¥ Investigations
¥ Committees

¥ Qualifications

Document data

# | Document ID:

Title:
Category:

Keywords:

Note:
Source file:

Link:

Created from/to:

Changed from/to:

¥ General documents

# Incident specific documents

[ -Au-

¥ Audit management

[ ]

Full-text search meta data:

Active:

|
|

28
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Documents and object links

Content-related objects can be permanently linked via object links. When two objects have been
linked with each other, the attached documents can be viewed in both objects as so-called "linked
documents", provided that the logged-on user has the appropriate authorisation.

[E:8 General documents
&Ll 1D 09947464
.. # EASA - Detail drawing lighting

G‘ EASA - Modification plan taxiway H, Status as of December 1st 20
f EASA DAAD - Risk assessment 1020
J & Linked documents

E| 3 Audits

: EE 9 EASA 139-2014 Self inspection OPS PART B (10-2014)

: /@ 395 Strips Taxiviay GHK

EI & Processes
E* 10525 GBO100, Airport Manual

_3‘ 391 Airport Usage Requlations

_*‘ 392 Main Document

_3‘ 393 Organizational Chart

In the example above, the object, e.g. a compliance management requirement, is linked with the

audit "69 EASA 139-2014 Self inspection OPS Part B (10-2014)" and with the global airport manual
"5450 GB0100, Airport Manual".

The document "983 Strips Taxiway G,H,K", is attached to the audit. The airport user regulation,
the main document and the organisational chart are attached to the global airport manual. These

four documents can be viewed in the context of the current object, because object links have been
stored at the level of the objects.

These object links can also serve as an indicator for change management, because the object links

document content-related connections that can provide valuable starting points for the change
management impact chains.



Global documents

"Global documents" are of particular significance for compliance management, because the
available documents are not clearly assigned to a specific requirement. Instead, they are required
where applicable for compliance testing where there is more than one requirement. It must also
be noted that these "global documents", which are assigned to several requirements, are often
also maintained by other specialised departments.

The process described below enables the central maintenance of a global document by a special-
ised department and at the same time the use of this document by all or by the authorised special-
ised departments for evidence of "their" requirements.

Specification of global documents

The global documents themselves must be catalogued by the project office in collaboration with
the specialised departments. The airport manual or evidence of obstacle clearance can be given as
examples of global documents.

The structure, use and specified responsibilities must be communicated by the project office to all
specialised departments involved.

Maintenance of global documents

The project office, in collaboration with the project offices that are hitherto responsible for the
generation and updating of documents, must determine responsibility for maintaining the soft-
ware for the global documents. Coordination is also required with the specialised departments
that use these global documents for compliance testing and may have additional document re-
quirements. In accordance with the recommended implementation strategy, responsibility can,
where required, also be delegated to more than one specialised department or individual.

Implementation of classification structure

Global documents are generated by the project office as individual branches with a hierarchical
structure in the hierarchical tree of the system. A node is created for each global document or for
a group of similar documents.

= 44> Global Documents

-."'ﬂ'.,@;’ GDO500. Taxiways
: GDOS10. Taxiway A
GDO0520. Taxiway B

GBO0530. Taxiway C

For each node it can now be exactly specified which user or user groups are authorised to view and,
where applicable, maintain

If a general read access is authorised, the documents must simply be assigned to the compliance
category "general process master data".

The authorisation control for global documents corresponds exactly to the authorisation control
for requirements.
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Uploading of global documents

In order to apply the classification structure shown below for the archiving of global documents,
they must now, as with a requirement, be uploaded. When uploading it must be specified which
compliance category the relevant document is to belong to - if the compliance category "gener-
al process master data" is selected, the document can be read by all users without specific user
permissions.

Change management

Through the linking of various requirements with a global document, a connection is created that
can serve as a further indicator for change management

In this example, the CAD documentation for "Taxiway A" is linked with the listed requirements
- in the event of changes to this taxiway, the impacts on all requirements related to this global
document for the purposes of compliance testing must be verified.

Q Process management Business applications> Process manzgement

-
Process | Attributes 1 Versions 3 Documents | Measures | History | Object explorer « 2B >» Rights m

Process 00010525 « Airport Manual « Order GBO100

78} Process 10525 « Ajrport Manual

=4 Processes
E * 9947464 « GM1 ADR-DSN.D.310, Taxiway Stri
[ _Q‘ 388 » Detail drawing lighting
P 5 387 « Modification plan taxiway H, Status as of December 1st 2015
©L[# 386 « Risk assessment 1020
* 9947393 « CS ADR-DSN.D.250, Taxiways curves
* 9947363 « CS ADR-DSH.D.240 / (a), Taxiways general / (a)
* 9947429 « CS ADR-DSN.D.280, Transverse slopes on taxiways
* 9947391 « CS ADR-DSH.D.245, Width of taxiways

dE LD



Measures

In its process management system eControl has a measure management that is standardised across
the system, which must be operated in all modules in a standardised manner.

With eControl, measures
can be planned,
responsibility for implementation can be specified,
the implementation dates can be monitored (traffic light control system),
automatic reminder emails — e.g. if deadlines are exceeded - can be sent on the system,
an efficiency test can be conducted,
information about root cause analysis can be recorded, and

reports on the control of all activities can be generated.

For measures in the context of requirements a compliance reference must also be specified. The au-
thorisation of the logged-on user with regard to this compliance category determines whether the
measures can be viewed and, if necessary, maintained. Additional user permissions are required in
order to apply the measures

For the processing of measures, measures are also displayed by linked objects. In this way overlaps or
interference with already existing measures can be avoided.

&% Process management Business zpplications> Process management)
w
Process | 6 Attributes | 1 Versions | Documents | 1 Measures | History | Object explorer « B » Rights m

Process 09947469 « Objects on taxiway strips = Order CS ADR-DSN.D.320

Show deactivated records = = =
Measure information | Notification | History ©
Bl 1D 09947469
;&% EAsA Correction - Move transformer house TH-22 D: 36 Active @
E-lgg Linked measures :
5[4 Processes E;E_Eﬁ:?e EASA Compliance Correction Possibilities v
E! & 9947455 C5 ADR-DSN.D.305, Taxiway shoulders Title: Move transformer house TH-22
w8 37 Taxiviay E Expansion DS T
4
Keyword 1: ¥ Keyword 2: ¥
Type: Preventive v Priority: High v
Target date : Actual date:
Status: In processing v
Responsible: Realization:
Lee, Tim v President, Phil v

Info:

External
organisation:
External
management:
Ext. info:

«

The possibilities of eControl measure management cannot be fully described here. In our opinion,
measure management is part of the fine-tuning of compliance projects, which is not the focus of the
compliance management module.
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History

The "History" register tab documents which data field or compliance attribute has been changed by

which user and when.

This history also comprises changes to the objects:

documents

measures

permissions and

(object) explorer links

The history register tab is available in a legible and interpretable form and can therefore be under-

stood by every authorised user without any technical background.

Generally the availability of the "history" register tab is conditional on the user permission "process
history". In order to be able to see the user who has made the relevant changes, the user permission
"process history user information" is also required

The history comprises only the changes relating to the objects to which the user has access permis-
sion. If changes are made to a document that is assigned to a compliance category to which the
logged-on user has no read access, these changes are no longer listed in the history.

4 Process management

Process | 5 Attributes | 2 Versions

3 Documents | Measures | History | Object explorer

Process 09947464 « Taxiway Strip « Order GM1 ADR-DSN.D.310

| Audittrail ( ¥ Without modification timestamp and -user)

4 [ process data
# | Documents

Type Data field

¢ i= attributes
¢ ¥ Measures

v & Rights
Value NEW

« " »

v Object explorer

Rights

# [z export

Value OLD

&  Export Version 2.0 {4870} - Handover to

state government 18/12/2015
|'_’| Last change on 12.01.2016 09:51:30 12.01.2016 09:34:02
|:| Last change on 12.01.2016 09:34:02 12.01.2016 09:29:03
= DoCc388 UPLOAD
= DOC386 File 00010065_002.docx 00010065_001.docx
=] DOC386 Last modified on 12.01.2016 09:34:02 12.01.2016 09:13:05
= DOC386 DOK_FILE_ORG Risk assessment 1020.docx Risk Assessment 1020.docx
=] DOC386 DOK_RELEASE 2 1
U Last change on 12.01.2016 09:29:03 12.01.2016 09:22:54
E] Lastteston 2.0 1.0
=] DOC387 UPLOAD
|:| Last change on 12.01.2016 09:22:54 12.01.2016 09:13:04
E Attribute: EASA Compliance Espenhain, Frank == WRITE No Acess [EASA]
=] DOoC386 UPLOAD
|'_’| Last change on 12.01.2016 09:13:04 12.01.2016 09:10:19
E Attribute: EASA Compliance DAAD Espenhain, Frank == WRITE No Acess [EASA DAAD]
5 Attribute: Process master data Espenhain, Frank == WRITE Mo Acess [global]
|‘_’| Last change on 12.01.2016 09:10:19 28.09.2015 10:56:48
B Last change by FRANK SMS
| Note A taxiway strip should be so prepared or constructed A taxiway strip should be so prepared or

as to minimise hazards arising from differences in
load bearing capacity to aeroplanes which the
taxiway is intended to serve in the event of an

B T

constructed as to minimise hazards arising from
differences in load bearing capacity to aeroplanes
which the taxiway is intended to serve in the event

e R e S SR R

Business zpplications> Process manageme

Time stamp

12/01/2016 10:00

12/01/2016 09:51
12/01/2016 09:34

12/01/2016 09:34
12/01/2016 09:34
12/01/2016 09:34
12/01/2016 09:34
12/01/2016 09:34

12/01/2016 09:29
12/01/2016 09:29

12/01/2016 09:22
12/01/2016 09:22
12/01/2016 09:13
12/01/2016 09:13
12/01/2016 09:13

12/01/2016 09:10
12/01/2016 09:10
12/01/2016 09:10
12/01/2016 09:10
12/01/2016 09:10

LN K

User

Espenhain, Frank

Espenhain, Frank
Espenhain, Frank

Espenhain, Frank
Espenhain, Frank
Espenhain, Frank
Espenhain, Frank
Espenhain, Frank

Espenhain, Frank
Espenhain, Frank

Espenhain, Frank
Espenhain, Frank
Espenhain, Frank
Espenhain, Frank
Espenhain, Frank

Espenhain, Frank
Espenhain, Frank
Espenhain, Frank
Espenhain, Frank
Espenhain, Frank

The change history is independently managed by the Oracle database and cannot be bypassed by

the application or the user or administrator.

In its traceable system eControl documents not only the changes in the area of compliance manage-

ment but also those for all data spreadsheets.

These data changes can only be viewed by correctly authorised administrators



Object explorer

The eControl object explorer enables the linking of requirements with

events (which are available as an electronic form)
risks

audits

Investigations

safety committee meetings

and

processes

When a requirement is linked with an object, this connection is permanently stored and the docu-
ments and measures
of the linked objects are mutually visible.

This linking of requirements with other objects is also a basis for the use of global documents

Below the "Object explorer" register tab is described, which, in the example chosen, comprises a
link with the audit "EASA 139-2014 Self inspection OPS PART B (10-2014)" and another link with the
global document "Airport Manual”, to which documents 1065, 1066 and 1067 are attached:

#& Process management Business applications> Process management
-
Process | 5 Attributes | 2 Versions | 3 Documents | Measures | History | Object explorer « X » Rights E m

Process 09947464 « Taxiway Strip » Order GMI ADR-DSN.D.310

£\ Process 9947464 « Taxiway Strip

EH 3 Audits
i 2+ 9.+ EASA 139-2014 Self inspection OPS PART B (10-2014)
- @ 395 » Strips Taxivay G HK

Er g Processes
Er-df 10525 « GBO100, Airport Manual
# 391 « Airport Usage Regulations
/# 392 » Main Document
- # 393 » Organizational Chart

B LTS

If the object explorer links are not self-explanatory, a maximum 4,000 character-long explanation
can be added to the link documentation.

An object can be linked with various objects, which in their turn are linked with other objects. A
"chain of objects" is produced which can be displayed via the menu item "Info -> Object explorer".
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In the example shown below, the global document "Airport Manual" (object type - process) serves as
a starting point. The "Airport Manual" is linked with the requirement "CS ADR-DSN.D.310, Taxiway
Strip" (object type - process).

By clicking on " W " the link with self-inspection "EASA 139-2014 Self inspection OPS PART B
(10-2014)" is loaded. This self-inspection in turn has a link to another audit "12 Annex 14 Vol | -
Aerodrome Design and Operations 06-2011 (06-2011)", for which the measure "Create 86 indica-
tors" has been generated.

& Object explorer Info> Object explorer

Object explorer

78 Select starting point
& Process 10525 « Ajrport Manual
* Process 9947464 + GM1 ADR-DSN.D.310, Taxiway Strip
ﬁ Audit 9 « EASA 139-2014 Self inspection OPS PART B (10-2014)

3 Audits
E"E 10 » Annex 14 Vol 1 - Aerodrome Design and Operations 06-2011 (06-2011)
= States shall require, as part of their safety programme, that a certified aerodrome operator implements a safety management system acceptable to the State that, as a minimum.- a) identifies safety hazards, b) el
% 38 « Build up of indicators
-4 Processes
El* 9947464 » GM1 ADR-DSN.D.310, Taxiway Strip
_‘ 388 » Detail drawing lighting
/# 387 « Modification plan taxiway H, Status as of December 1st 2015
. [# 386 « Risk assessment 1020

ST

In the example chosen, the self-inspection "Audit 69" is also linked with the requirement "CS ADR-
DSN.D.310 Taxiway Strip", to which documents 1079, 1080 and 1076 are attached.



Data and authorisation structure

A flexible data structure and a needs-based authorisation structure are required for a company-wide
application of the system and thus for a specialised compliance management.

Regulations and requirements
Flexible hierarchical structure

The different regulations are mapped in a hierarchical structure of sub-items and requirements.
eControl services already comprise as standard a large number of regulations, which can be al-
tered or redesigned by the customer.

As standard the "EASA" nodes are sub-divided into the branches Regulation (EU) No. "139/2014"
and "Certification Specifications". If the certification bases of several different airports have to be
administered, an additional hierarchy level can simply be included for the various airports below
the "EASA" nodes.

&% Process management

Search
~ IERE ™ B

+ 0OEASA

S o
trj‘-,fé‘ ADR-DSM CERTIFICATION SPECIFICATIONS AND GUIDANCE MATERIAL FOR |

U@ 0 Annex 14 Vol.1 Aeredrome Design and Operations

U@ 0. Annex 14 Vol.2 Heliports

H-‘:é 0. Annex 15 - Aeronautical Information Services

& 002 Operational Processes

[T

For the processing of the hierarchical structuring the following basic information is available in
the "process management" dialogue:

Add new sub-items or requirements

Copy new sub-item or requirement from the existing node

%,g Copy new sub-item or requirement from the existing node and apply attributes and
permissions from the source node

Edit node

View node
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[2 Shut down node or reactivate shut-down node

t_“_% Maximise tree diagram

With these tools the system can be expanded and updated according to the needs of the manu-
facturer and customer. For example, in addition to compliance projects as such, planning approval
decisions or compliance with any other regulations can be controlled.

User permissions for the expansion and changing of the hierarchical structure
The expansion and changing of the hierarchical structure has a significant impact on all stored
data, attached data, etc. This is particularly true for the "repositioning" of nodes — in this case all
nodes that are positioned hierarchically below the repositioned nodes are moved.
The repositioning of a sub-item requires the administrative data authorisation "general process
master data". This authorisation is also required for versioning and authorisation control, and it

should therefore be assigned as sparingly as possible.

A separate user permission is required for the generation of requirements.



Compliance categories and compliance attributes

The sequences used for the processing of the regulations can vary widely from organisation to or-
ganisation. Key factors in this regard are the size of the project team and thus the extent of the di-
vision of labour, the quality and structure of the available evidence, the approach coordinated with
the relevant authorities, etc..

Compliance categories

Depending on the processing sequences a variety of data fields and user permissions are required
for the systematic control of the compliance project.

The data fields can be individually generated as compliance attributes for requirements. In order
to simplify the user permissions for these compliance attributes and to structure the data optimal-
ly, several compliance attributes can be grouped into compliance categories.

Each node and all sub-items and requirements have as standard the compliance category "general
process master data", which can be viewed by all users without further authorisation.

In addition to this compliance category "general process master data", other categories can be
created, to which other data fields or compliance attributes must then be assigned.

Q{ Cm'npliance Settings> Master data> Process management> Compliance

Compliance

B Search criterizs | Compliance

Order 0 Title

. [m

A
B External Active
el e v &| | “ “
Designation: EASA Compliance ELoS
Gnrpunkt | 9900040 EASA Compliance Part ¥ & | | apbreviation: EASAELoS
I1SAGO 5900020 | ISAGO v & Order: 0250
001 2 Global & & Note: Initial import EASA Arconda Systems AG
002 3 Evidence v &
o003 a Validation v & 4
004 s Release ¥ &
; Created on/by: 28/09/2015 11:06, SMS
o s Corrective measures v\ £ Changed on/by: 28/0/2015 11:06, SMS
006 4 v &
010 =3 v &
0100 5500030  EASA Compliance ¥ &
011 2 S - Evidence v &
0200 5500050  EASA Compliance Proof v &
0250 5900110 = EASA Compliance AltMoC 7 &
0250 9500140 | E mpliance SC & &
0250 5900130 | EASA Compliance DAAD 7 &
0250 5500120  EASA Compliance ELoS & R
- ASA C‘:’;E;\iar:e Corraction v &
0400 9500070 v &

As standard, eControl is already equipped with a number of different compliance categories,
which can be adjusted where required
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Compliance attributes for requirements

The compliance attributes are data fields that can be generated by the customer. eControl has
four different field types for the definition of attributes:

Text Text field for the storage of a text with a maximum of 4,000 characters

Value range List box from a value range (see Section “7.2.3 Value range”)

Date Data field for the recording of date values

Numeric Data field for the recording of numerical values

&4 Processattributes Settings> Master data> Process management> Processattributes

Process attributes
Search criterizs | Process attributes
U3U Measures documentation

=l D06 Non Compliance iD: 9902510 External [] Active
010 Non compliance type Designation: ‘EASA Certification Basis |
- 020 Consultation with authorities Compliance: [ EASA Compliance v
= 010S - Global Order: [0200 |
0105 - Approval basis Type: [ Value range v
= 0205 - Applicabls

RpRae Value range: ‘ EASA Certification basis A |

030S - Implemented - = ‘ s = = 5

Note: This process attribute enables the classification, whether the latest edition is part of the certification

=i+ 0100 EASA Compliance
~ 0100 EASA Node type

i
0200 EASA Certification Basis

~ 0300 EASA Applicability Created on/by: 28/05/2015 11:23, SMS
Changed on/by: 26/09/2015 11:23, SMS

basis. The standard value is , YES™.

0400 EASA Edition Status

=i 0115 - Evidence
~010S - Evidence

020§ - Evidence information

For each attribute an explanatory text can be added in the "reference" field, which is displayed
as mouseover text during the subsequent processing of the requirements, in order to help the
processor.
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Value range

Value ranges and list boxes can also be generated where required. For every list box any number

of values (value range data) can be organised, which can then be used for a compliance attribute
of the value range type.

For this purpose a compliance attribute of the "value range" type must be defined and the previ-
ously generated value range must be stated for the list box.

& Value ranges data Settings> Master data> General> Value ranges data

Value range data

Search criterias | Value range data

- COMPL Count 2

gﬁ OMPE, ! " ID: 9910863 External &7 Active

orm mail

s COMPL Heaviness Designation: ‘in validation |
G-l % EASA Applicability Order: [4000 |
Bl EASA Certfcation basis Value range: EASA Overall Status

% EASA Component/(Sub-)System
[-#.% EASA Correction Possibilities Parameter 1:
Erdl & EASA Overall Status Dot

i@ 4 1000. original
|&/ 4 2000. in planning
|&] 4 3000. Edition components in progress . Parameter 4:
|& 4 4000. in validation

|&) 4 5000. Non-Compliance Work

Parameter 3:

Parameter 5:

Mote: Initial import EASA Arconda Systems AG
|&] 4% 6000. Approval
|&] 4 7000. Evidences delivered to authority
|&) 4 8000. In Agreement with authority A
|&) 4 9000. Approved
Created on/by: 28/09/2015 11:23, SMS
5ol EASA Proof Status Changad on/by: 28/05/2015 11:23, SMS

sy % EASA Stipulation Degree of Fulfilment
iy 4% EASA Validation Method

-ily4% EASA Validation Organizational Unit
ol EASA Work Package

T I
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Reference data structure

Extensive reference attributes are already available to the manufacturer for the application of
compliance management with regard to airports and competent authorities and these simplify
and accelerate the use of the system.

The references shown below can be most effectively applied for the processing sequence de-
scribed in the sub-item "step-by-step towards compliance".

‘ Process management Business applications: Process management|

-
Process | 10 Attributes | 1 Versions | Documents | 1 Measures | History | Object explorer « 2 » Rights m

Process 09947455 « Taxiway shoulders » Order CS ADR-DSN.D.305

|- Show only used attributs |-J Show detailed information

EASA Compliance

EASA Node type “ | stipulation ]
EASA Certification Basis & | Yes v |
EASA Applicability < [ves 7]
EASA Edition Status & | Edition components in progress x |

EASA Compliance Proof
EASA Compliance Evidence 4 [CAD certification for TXW A, B, C, D, E, F, G appropriate.

EASA Compliance Evidence Status . | insufficient, not completed v |

EASA Compliance Correction Possibilities

EASA Deviation Correction & | necessary, possible id |
possibilities
EASA Deviation Description & [TXw L, 0, P surface not sealed

y
EASA Deviation Measures & |Limited usage for TXW A, B

y

EASA Compliance Validation
EASA Validation Organizational Unit . |

EASA Validation Coordination & |
Competent Department

EASA Validation Coordination Date . |

A‘

4

EASA C i idati thod:
EASA Authority Detection Method . | Standard v |
EASA Authority Note & |

A‘

In addition to the compliance attributes mentioned above, data fields exist for AltMoCs and the
deviation types ELoS, DAAD and SC, which can also be "cut in" as required.

Corresponding compliance categories for these deviation types are provided for the control of
access rights and structuring of data.

eCOHfI’Ol.GI’COﬂdG.Gg
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The example listed below shows the compliance attributes for the compliance category "Alternative
Means of Compliance (AltMoCQ)":

EASA Compliance AltMoC

EASA AltMoc-No. & ‘ Al
EASA AltMoC AMCs and Paragraphs . ‘ Al
EASA AltMoC Description & ‘ Al
EASA AltMoC Safety objective & ‘ A|
EASA AltMoC Deviation & ‘ 4|
EASA AltMoC Justification & ‘ Al
EASA AltMoC Reference & ‘ Al
EASA AltMoC ALoS Evidence & ‘ 4|
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Authorisation structure
Design

The eControl authorisation structure ensures an application-specific access to and processing of
compliance attributes. The authorisation procedure therefore supports a number of different pro-
cessing sequences in the form desired.

eControl can therefore be applied company-wide and be made available to all specialised depart-
ments that are integrated into specialised compliance projects. A project team can in this way
be ideally assisted by the specialised departments, thus freeing up experts for the processing of
deviations.

The compliance project can be broken down into work packages, each of which comprises several
requirements, for which the write and read permissions of the individual users must be set.

All compliance attributes (= requirement data fields) are assigned to compliance categories, by
means of which access is controlled.

In order to administer the user permissions more easily and flexibly, authorisations can be speci-
fied for users and user groups.

User
User group

o
?\ecxxi\‘e‘“e

Compliance category

In this way the authorisation structure of eControl authorises both extensive user permissions —
e.g. for the project manager — and very limited user permissions — e.g. the merging of existing
documents for individual requirements.



Administration - users and user groups

The authorisation structure should be organised as simply and transparently as possible and be
easy to change.

The use of user groups is — where possible - preferred.

In user management one person can easily be added to a user group. All authorisation settings for
this user group are automatically transferred to the additional person. Correspondingly the user
group settings can be adjusted to changing requirements and are transferred automatically to all
users who are assigned to the changed user group.

& Process management Business zpplications> Process management
-

Process | 10 Attributes | 1 Versions | Documents | Measures | History | Object explorer « =5 » Rights

Process 09947455 « Taxiway shoulders s Order CS ADR-DSN.D.305

Compliance: EASA Compliance ELoS v

Available users Authorized users R W
Airbus, Aribert Hope, Bob
Boeing, Bodo Lee, Tim & @
Consultant Jeness, Richard =
Consultant Woodstock, Peter >>
Espenhain, Frank
Maschke, Markus <
President, Phil <<
Rohmann, Pascal
Smith, Barbara -

Available user-groups Authorized user-groups R W
BirdControl EASA 139/2014
AL o EASA 139/2014 Administrators v ¥
Ground Services >
ISAGO >>
m
Operations <
Security <<

SMS Safety Management System

Write and read access to compliance attributes

The authorisation structure of the system provides for a needs-based control of the compliance
attributes, in order to fulfil the requirements of a specialised compliance management.

The read access "R" (Read) is required for read access to all compliance attributes in a compliance
category.

The write access "W" (Write) must also be assigned for the processing of the attributes.

The authorisations are individually set for each requirement and for each node. Write access
to the compliance category "general process master data" is required for the setting of the
authorisations.

Each user who has this access permission can assign authorisations to or withdraw them from all
users. This permission must therefore be assigned sparingly.

Organisationally eControl therefore provides the option of delegating access management for
parts of the standard to a variety of specialist administrators.

All processes, regulations and sub-systems are recognisable for each user as nodes, and a user
must always read the "general process master data". For all other compliance categories, howev-
er, special user permissions must be assigned. This authorisation logic applies not only for compli-
ance attributes but also equally for all documents and measures that are attached to the relevant
requirements.
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Documents and measures can be read or processed if the logged-on user has read or write access
to the compliance category to which these documents and measures are attached. However, the
"general process master data" are an exception. Documents and measures that are assigned to
the general personnel master data can be viewed by all users without further user permissions —
they are therefore published.

The read and write access permissions assigned for the compliance categories are tracked in the
history of the relevant requirement.

User permissions

eControl has some general user permissions, with which basis functional authorisations are as-
signed. These user permissions are assigned in the "user master data" dialogue. The administra-
tion of user permissions is an administrative activity, during which all authorisation settings can
be changed.

Edit public process queries
The user is authorised to store queries publicly or globally, in order to make them available to all
users

Edit SQL process queries

The user is authorised to use freely definable SQL statements to query requirements, processes
and sub-systems. The assignment of the authorisation must be very limited, because SQL queries
can be used to bypass the authorisation logic of the system.

Process history
The user permission processing history provides a processing history of all data fields for which the
user has at least read access.

Process history user information
This permission supplements the processing history with information about which user has made
the relevant change.

Process permissions administration

This permission gives an administrator the right to assign large numbers of authorisations to re-
quirements, processes and sub-systems. This right therefore implicitly makes it possible for the
administrator to grant himself access to all compliance categories and should therefore only be
granted to IT administrators and if necessary specialised administrators.

Create processes/systems

This user permission authorises the user to set up new nodes or additional requirements, processes
or sub-systems. The assignment of this permission should also be limited, in order to ensure the
proper organisation of the hierarchical structure of the data and avoid "proliferation". If no ad-
ditional requirement needs to be set up, but repositioning within the structure is required, write
access to the "general process master data" of the relevant node is required — this can subsequent-
ly be "repositioned" as desired.

Compliance/Standards

This user permission enables compliance categories to be generated and processed, in order to
restructure attributes or bundle together new attributes.

This user permission should be granted exclusively to specialised administrators.



Process attributes

This user permission enables the master data of existing compliance attributes to be maintained
or additional compliance attributes to be created and assigned to a compliance category. This user
permission should also be granted exclusively to specialised administrators.

Edit value ranges

This user permission authorises a user to create new value ranges or list boxes and to edit existing
list boxes. The data structure of the value ranges is used in all software modules in the system, and
therefore edit should be reserved for the system administration and specialised administrators
only.

Master data value range data

This user permission authorises a user to add to and change the individual list box values. This user
permission should also be reserved for the system administration and specialised administrators.
In this regard a basic knowledge of relational databases is required in order not to inadvertently
compromise the interpretation of historical databases.

Global symbols
The user permission "global symbols" authorises the user to generate global tiles, which each user
can then select in the start menu

Edit users
The user permission "edit users" enables the generation and processing of users. This also includes
the assignment of user and data access permissions.

The user permission "edit users" allows the user to bypass all authorisation structures and must be
assigned very sparingly. The permission "edit users" is equivalent to unlimited access to all data in
the system.

Read risk database
The user permission "read risk database" is required for read access to the risks in the risk database
and the attached documents and measures

Edit risk database
The user permission "Edit risk database" is required for the processing of the risk database and
the attached documents and measures

Read measures

The user permission "read measures" is required across the system for read access to measures
. This user permission is required for a user to participate in measure

management.

Edit measures

The user permission "Edit measures" is required across the system for the generation and process-
ing of measures . This user permission is required for the generation
of a measure for a requirement as well as write access to the relevant compliance category to
which the measure is to be assigned.

Notifications measures

The user permission "notifications measures" is required for the definition of automatic measure
notifications by e-mail , Which can be sent fully automatically by the
system depending on deadlines and other events.
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Read object links

The user permission "read object links" is required across the system for the inspection of existing
object links . If this permission is not assigned, the object links
are not displayed on the register tab, and the associated documents and measures of linked ob-
jects are not visible.

Edit object links
The user permission "edit object links" is required for the generation and processing of object
links

Read audit trail
The user permission "read audit trail" enables the user to view all data changes in the system via
the "audit trail" report.

With this user permission all data changes to all objects can be viewed, irrespective of the author-
isation of the logged-on user — the complex authorisation system of eControl is not valid in this
case.

The user permission "read audit trail" must therefore be reserved for the technical administra-
tors. The interpretation requires in-depth knowledge of the data model in the case of relational
databases.

A data dictionary is available for eControl. However, for reliable information it is advisable to
contact the manufacturer.



Permissions assignment documentation

eControl makes available reports for the verification of the structure and authorisations, the most
significant of which are listed here.

Structure of process attributes

This report documents the structure of the compliance categories and compliance attributes. It is a
master data report of the system, for which no specific user permissions are required.

9900030
9902520
Note:
9902510
Note:
9902530
Note:

9902500
Note:
9900110
9902820
Note:

9902760
Note:

9902770
Note:
9902790
Note:
9902800
Note:

9902810
Note:

9902780
Note:
9902750
Note:
9900060
9902560
Note:
9902570

EASA Compliance EASA &
EASA Applicability Value range [%%)
This process attribute documents, whether the latest edition is applicable within the recent EASA certification. The standard value is . YES".

EASA Certification Basis Value range A
This process attribute enables the classification, whether the latest edition is part of the certification basis. The standard value is ,YES".

EASA Edition Status Value range [%%)

This process attributes displays the total edition status for the edition considering all assigned edition components. This process attribute is of central importance for the compliance's
valuation and the edit progress. New editions will get the status .original™.

EASA Node type Value range
This process attribute serves to classify EASA nodes in edition and edition componentents in order to facilitate the systematic filtering. All editions shall carry the status , Edition™.

EASA Compliance AltMoC EASA AltMoC &

EASA AltMoC ALoS Evidence Text attribute A
This process attribute serves for the in nete form given evidence of the acceptable safety level (ALoS) or the results of the corresponding Risk Assessments. Max. 4.000 Characters Field
Length.

EASA AltMoC AMCs and Paragraphs Text attribute ¥
This process attribute serves to specify the Acceptable Means of Compliance and Paragraphs of the EASA standard. An alternative detection method shall be agreed with the authority
for this standard. Max. 4.000 Characters Field Length.

EASA AltMoC Description Text attribute [%%)
This process attribute serves to describe the alternative detection method. Max. 4.000 Characters Field Length.

EASA AltMoC Deviation Text attribute A
This process attribute describes the deviation of the Alternative Means of Compliance (AltMoC) towards the Acceptable Means of Compliance (AMC). Max. 4.000 Characters Field Length.
EASA AltMoC Justification Text attribute A

This process attribute describes the justification, that evaluates the Alternative Means of Compliance and Acceptable Means of Compliance as equivalent. Max. 4.000 Characters Field
Length.

EASA AltMoC Reference Text attribute A
This process attribute serves to document another airport and if necessary member state, for which are already applied the Alternative Means of Compliance. Max. 4.000 Characters
Field Length.

EASA AltMoC Safety objective Text attribute &4
This process attribute serves to describe in note form the safety objective, for that an alternative detection method is used. Max. 4.000 Characters Field Length.
EASA AltMoc-No. Text attribute &

This process attribute serves to save the alphanumeric AltMoc-No. Max. 4.000 Characters Field Length.

EASA Compliance Correction Po: i EASA Correction &
EASA Deviation Correction possi Value range [ %)
This process gives information about the correction pessibilites, that are for the removal of Non-Compliance. New editions will get the status .open”.

EASA Deviation Description Text attribute ¥

Process structure

This report documents the hierarchical structure of the requirements and sub-systems. Universal
filter criteria make it possible to document the requirements for each specialised department or
process progress.

In this way work packages or areas of responsibility can be coherently displayed.

Provided that the logged-on user has the user permission:

"Processing permissions of administrators across all specialised departments"
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& Process structure Reports= Process management: Process structure
Selection criterizs | Report view B &

Show detailed information:
Show deactivated records:
show authorizations:

KROK

CS ADR-DSN.D.240 Taxiways general
Compliance: EASA Compliance

no user authorized EASA 139/2014 )
EASA 139/2014 Administrators ®
Compliance: EASA Compliance Correction Possibilities
no user authorized EASA 139/2014 )
EASA 139/2014 Administrators =
Compliance: EASA Compliance Organization
no user authorized EASA 139/2014 ®
EASA 139/2014 Administrators )
Compliance: EASA Compliance Proof
no user authorized EASA 1358/2014 )
EASA 139/2014 Administrators ®
Compliance: EASA Compliance Release
no user authorized EASA 139/2014 )
EASA 139/2014 Administrators )
Compliance: EASA Compliance Validation
no user authorized EASA 139/2014 &
EASA 139/2014 Administrators <)
Compliance: EASA Compliance Validation Methods
no user authorized EASA 139/2014 )
EASA 139/2014 Administrators ®
Compliance: Process master data
no user authorized EASA 139/2014 Administrators )
Note: Unless otherwise indicated, the requirements in Chapter D - Taxiways are applicable to all types of taxiways. (a) The design of a taxiway should be such that,

when the cockpit of the aeroplane for which the taxiway is intended, remains over the taxiway centre line markings, the clearance distance between the cuter
main wheel of the aeroplane and the edge of the taxiway should be not less than that given by the following tabulation:
Created on/by: 28/09/2015 10:51, SMS Changed on/by: 28/09/2015 10:56, SMS Active: External:

Process authorisations

The report "process authorisations" documents which user has access to the compliance catego-
ries of the relevant nodes.

The report can essentially be retrieved in three different forms:

Processes / compliance category / user
User / processes / compliance category

User / compliance category / processes

Processes / compliance category / user

For each process the report describes for each compliance category which users have read and
write access to the data fields, documents and measures. This report accurately describes the
extent of the access permissions for individual requirements.

User / processes / compliance category

For each user the report describes for each process to which compliance category the user has read
or write access. This report accurately documents the total extent of the user permissions of a user
or a group of users.

User / compliance category / processes

For each user the report describes for each compliance category to which processes the user has
read or write access. This version of the report summarises the compliance categories for each user
and thus describes whether the appropriate data access permissions have been assigned for the
intended involvement of the relevant users in the processing sequences.



m Compliance management cockpit
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mSummary

The selection of requirements depends on the processing sequence, the compliance categories, the
established compliance attributes, the permissions of the users and a number of other factors.

eControl provides a standardised compliance management cockpit for the filtering of requirements.

This cockpit is used for:

* Processing of requirements
* Reports and statistics

* Authorisation management

In this way the filter, which has already been defined by the user for the filtering of the require-
ments of a specialised department, can also serve for example, without modification, to express a

status list for this specialised department.

Selection criterias | Pool

Process: [ - An-

| Show inactive processes

Conditions SqQL

| {F} Responsible T | | = v | Ops Department
AND

Add

[«

Remove

| EASA Mode type T | | = v || Stipulation

AND

AND

® | {P} Process v | | LIKE v ||taxiway

)

T +

SQL syntax &

Save condition ¥ Global

Mame: Taxiways

Info:

Category:
Subcategory:

Tile:

Created on/by:
Changed on/by:

eControl enables the free definition of compliance categories, compliance attributes and an assign-
ment of permissions based on these. For this reason a selection dialogue must be structured in a
completely variable way. In order to make it as easy as possible for the user to operate the system,

the same selection dialogue is used in each dialogue.
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Query generator
Summary

The compliance management cockpit enables requirements to be filtered by means of each com-
pliance attribute. This is done with a universal condition generator, by means of which one or
more compliance attributes can be used via comparison operators and reference values to formu-
late filter conditions.

Selection criterias | Pool

Process: | - All- |
Show inactive processes

Conditions SQL

{P} Responsible T = ¥ || Ops Department z Add
AND Remove
EASA MNode type T = ¥ || Stipulation v
AND AND
# | [P} Process v || LIKE v || taxiway OR
()
T 4

SOL syntax

Logical operators "AND" and "OR"
To formulate complex conditions the logical operators AND and OR are also available plus brackets.

(condition1 AND condition2) OR (condition3 AND condition4)

Comparison operators
The comparison operators available for the formulation of conditions depend on the type of com-
pliance attribute
Text =, <>, LIKE (includes)

Value range =, <>, IS ZERO (is empty)
IS NOT ZERO (is not empty)

Datum =, <>,<,>,<=,>=
Numerisch =, <>,<,>,<=,>=
In the example above a compound condition has been defined for the filtering of nodes. The

individual elements can be added or deleted via the buttons on the right-hand margin of the
dialogue.

Add Add new sub-condition



Remove Remove selected sub-condition

AND Add "AND" logical operator
OR Add "OR" logical operator
() Add an opening and a closing bracket
1 ) 4 Move selected sub-condition, operator or bracket up or down a line

The specific example shows a condition composed of three sub-conditions. The first condition
" [ {P} Responsible v|[= v || Ops Department ~ " reduces the nodes to those that the Ops de-
partment have as the responsible department.

The {P} prefix of the compliance attribute indicates that it is a compliance attribute of the "gen-
eral process master data".

This first sub-condition is linked via the operator "| anD in the second line with the second

sub-condition in the third line.

The second sub-condition "| EASA Nede type || = v || Stipulation r " also filters onto
all "condition" type nodes. In this way all sub-condition node types are excluded. The approx-
imately 280 conditions from Regulation (EU) No. 139/2014 and the certification specification
(C/S) remain. In this connection, knowledge of the reference data structure

is required.

The second and third sub-conditions are also combined in line 4 with the logical operator
"l anp " In this way the desired nodes or requirements must meet condition 1 as well as con-
ditions 2 and 3.

Condition 3 in line 5 states that the data field "{P} process title" must contain the word "taxiway".
The system refrains from complete compliance with the word "taxiway", because the comparison
operator "LIKE" has been used. "LIKE" is available for text attributes and finds all elements that
contain at least the text — irrespective of upper or lower case.

System validation

In particular when formulating a complex query logical errors can inadvertently occur in the formu-
lation of queries.

With the help of the Oracle database the system independently checks the syntax of all queries.

SQL Syntax & ["

denotes a logically correct query

whilst the missing diacritic

SQL Syntax [ ]|"

describes a logically incorrect statement.

Essentially the formulation of queries requires a certain analytical understanding as well as, of
course, knowledge of the compliance attributes — the user must at least know which data are stored
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according to which rules in which compliance attributes.
In any case it is assumed that the members of the compliance management team meet these re-

quirements. If it is necessary to define more complex queries, these can be defined by the project
office as "global" and made available to the specialised departments

Which right?
The compliance management cockpit is available to every eControl user. According to the authorisa-
tion standards of the system, only requirements to which the logged-on user has at least read access

can be filtered. Requirements for which an "ELoS" has been agreed can be searched for under the
following simple condition:

EASA ELoS-Nr. E IS MOT NULL |Z|

However, the system will only display the requirements for which an ELoS has been agreed and for
which the logged-on user also has read access. In this way the "ELoS" information via the "ELoS"
compliance category can be controlled in such a way that each specialised department can only view
its own "ELoS" requirements.

SQL queries

If the multiple query generation options do not fulfil the specialised filter criteria, SQL queries can
be used, with which the entire database can be queried without restrictions.

For the formulation of these queries the additional user permission

"Edit SQL process queries"

is required, because the use of SQL queries bypasses the user permissions

It is however possible for each user to insert pre-defined globally defined queries, which are based
on SQL statements. Modification of the SQL query statements — and thus potential abuse — requires
in turn the administrative user permission mentioned above.

It must be noted that data access permissions are not essentially taken into account when SQL que-
ries are used, neither for the person who has generated the query, nor for the persons who insert
the query.

Query pool - reusable queries

With eControl query definitions can be stored and reused at the press of a button. In this way a com-
plex query definition can be used more than once.



Selection criterias Pool

Name:

Category: v

Subcategory: b Records: Active v
Info: Report type: - All - v

iD T £ Name Category [ subcategory SQL| A E
& ! Eé OpsM Project status OpsM / C \/
3 @ Eé Reguirements OpsM o \/
2 ! @' Query for all shoulders Project office / Y 4 \/

! @' Requirements Project office / Global v 4 \/
1 @ @' Taxiways o \/
4 ! g OpsM Project status L \/

The "pool" of queries listed on the register tab can be loaded into the selection criteria by clicking

the "| & " button. Then the process tree is automatically filtered according to the loaded criteria.

With the query definitions described in Section report settings are also stored,
provided that the condition definition has been stored in the context of a report. The same report
can be reproduced with minimal outlay. The specific query types must be removed from the key in
the lower section of the pool definition, although the context in which a query definition has been
generated can be accessed by means of the symbols.

=

Global

Statistic Frequency Distribution Processes
Process paper

Process attributes characteristics
Overview process attributes

Public

Private

o S

All query types are available for selection for the processing of requirements or of the dialogue
"process master data".
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Storage of query definitions

For the storage of queries in the query pool, refer again to the example given in Section ["8.2 Query
generator”|.

& Process management Business applications> Process management

= @
@ m‘ Pool

Process: [-an- =

S [ 0EASA
=&  ADR-DSN CERTIFICATION SPECIFICATIONS AND GUIDANCE MATERIAL FOR
=4  ADR-DSN.D. CHAPTER D — TAXIWAYS

Show inactive processes

@b CSADR-DSN.D.245 Width of taxinays Conditions | sqL

L L 230 Tonay OAVEs | EASA Node type ][= v || stipulation v Add

ﬂ @4  CSADR-DSN.D.255 Junction and intersection of taxiways AND e
] &4 csaor 260 Taxiway minimum separation distance ‘ EASA Component Certi v | | < v || No v ‘

+d¢4 csADR 265 Longitudinal slopes on taxiways AND AND

*:'_l *‘:ﬁ’ S ADR: .270 Lengitudinal slope changes on taxiways . ‘ {P} Org -Unit v | | = v | Ops ) OR

o @4  CSADRDSMD.273 Sight distance of taxiays 5
+-df 4P CSADR 280 Transverse slopes on taxiways

*:'_l *‘:ﬁ’ S ADR: ,285 Strength of taxiways P .

i  CSADR-DSN.D.290 Surface of taxivays
Q&# €5 ADR-
a4 CsADR
u &Py s ADR

.25 Rapid exit taxiways SQL syntax §&&

.300 Taxiways on bridges

.305 Taxiway shoulders

S diti rd

a4 CSADR-DSN.D.310 Taxiwiay Strip RS conCInon Elli ©
Name: Requirements OpsM Project progress ‘
Info:

4

Category: OpsM 17
Subcategory: Project progress |>7)
Tile: OpsM

Created on/by:
Changed on/by:

In order to systematically store the query definitions and locate them easily later, the following set-
tings can be stored in the dialogue area "store condition definitions":

* Name

* Requirements

OpsM

* Project progress

Name
The "Name" field gives the query a suitable title and thus describes the content of the query.

Info
When reusing this query, the info-text makes it easier to understand which requirements are filtered
according to which criteria and for what purpose.

Category

This is a data field that categorises or groups queries. They are categorised here according to special-
ised department. If there is more than one query definition for the "OpsM" specialised department,
these can be found easily.

Already used categories can be loaded via the drop-down menu. It is advisable to load terms via the
drop-down menu, in order to avoid spelling mistakes.

econtro|.orcond0.og
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Sub-category
This data fields sub-categorises or sub-groups queries. They are sub-categorised according to project
progress. In this way further queries for "overdue requirements”, "deviations" etc. are predefined.
Here also, already used categories can be loaded via the drop-down menu.
Tiles
This data field pre-sets a tile text, if the query in the start menu needs to be linked with the menu
item "process management”

Change in existing query definitions
When changing an existing query definition, this must be stored again under the name of the query
to be overwritten — if necessary report settings to be stored are also updated.

Deletion of query definitions

Queries can be deleted by operating the " Td " button.

Global query definitions
As standard each user has access to his own queries and the “global queries”.

In this way an overview is preserved — even if a high number of users has generated a multitude of
individual queries over time.

Global queries can be prepared, for example by the project office or by the IT department and then
used by all users.

In this way users who only use the system infrequently can also work with complex queries.

The generation of global queries requires the administrative user permission.

“Maintenance of public process queries”

The undesired inflationary use of global query definitions is avoided and the quality of global que-
ries is successfully safeguarded.

Data protection requirements are not compromised by the definition of global queries. Essentially

a global query definition can be implemented by every user — however, only requirements to
which the relevant user has at least read access are filtered. The SQL queries are an exception.
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<1l Start menu

The eControl start menu has a quick selection facility for the most frequently used menu items. The
menu points of the process management can also be linked with query definitions — the opening of
a report including a complex query definition and a multitude of report settings are reduced at the
single click of a mouse.

In the example shown below the start menu of the logged-on user "Konstantin Sorge" comprises
the tiles

* "OpsM Status” process management

* Summary of process attributes "OpsM status list"

* "OpsM compliance sheets" process sheet

Add tile 7}

My eControl Incidents
G \ .‘ 5
3 =

Cockpit display i Training calendar Informal incidents

Read & Sign i Qualifications

OpsM

g 0OpsM Status

Process management
Topl0

% 1

Process
management Incidents

a4 Bk

Audits Process paper

A

—

OpsM Reports

=

Overview process attributes.

Status list
OpsM

TQMS reports

a =

Personnel Profiles
statusreport  persomnel

OpsM Compliance sheets

e OpsM
Compliance
&: sheets

Process paper

SMS & PM Stats

Stat. iERC RiskDB index
index structure

Stat safety
notifications

4

Proc comp
ouerview

Recently used

B

Process paper

Process
management

Process
cncturn

Overview proc.
attributes

Proc comp
overview

The same report can be put more than once on the start menu, linked with different queries. In this
way for example the status lists of several specialised departments can be predefined and stored.

Basically, each user can independently update the precise tiles that he needs for a quick selection of

menu points.

If some tiles are to be displayed to all users, the user permission

"Global symbols" (see Section “7.3.4 User permissions”)

is required. It is also possible to assign symbols specifically to individual users, however they also re-
quire user permission

"Edit user" [see Section “7.3.4 User permissions”)

econtro|.orcono|c|.og
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Reporting

The most important reports for the project management of compliance management projects are
listed below

A number of reports for the verification of the process and authorisation structure are also available,
and these are described in Section

Standard reporting functions
The user interface for reporting in eControl is standardised.

Compliance-Management-Cockit
The compliance management cockpit
is available for the definition of queries and the reuse of stored statements.

Compliance reports — storage of report parameters
As well as the query definitions, all report settings, dynamic column structure, display options etc.
can be stored for reuse for all compliance management reports.

Selection criteria documentation
The set selection criteria is automatically printed in the report header, in order to document
restrictions.

CSV format for data processing
Every report can be stored in CSV format and therefore used digitally — for example with MS Excel,
for a more in-depth statistical analysis.

PDF e-mail dispatch

The standard dispatch method is the PDF format, whereby all reports can be sent as an attached
email directly via the integrated email client.

ARCONDA.



Summary of process attributes
The "process attributes summary" is a key report about the generation of status lists.

The required status lists are a reflection of the processing sequences and their structure must vary
sufficiently.

In order to be able to organise the structure of status lists clearly and adequately, the system has
a hierarchical structure of compliance category and compliance attributes, from which the desired
columns of the reports can be extracted at the click of a mouse.

View option
_J 0700 EASA Compliance
""" | 0100 EASA Node type
""" #| 0200 EASA Certification Basis
""" 0300 EASA Applicability
----- ¥ 0400 EASA Edition Status
- 0118 - Evidence
- 0200 EASA Compliance Proof

""" # (0100 EASA Compliance Evidence

""" # 0200 EASA Compliance Evidence Status

0250 EASA Compliance AltMoC
0250 EASA Compliance DAAD

0250 EASA Compliance ELoS

07100 EASA ELo5-No.

0200 EASA ELoS Certification Specification
0300 EASA ELoS Safety objective

0400 EASA ELoS Deviation

e 0507 FASA FlaS Al a8 Fuidenca

The above-mentioned hierarchical element enables both the selection of the individual compliance
categories and the selection of the "general process master data".



60

Overview process attributes Reports> Process management= Overview process attributes
Selection criterizs | Report view B -]
Process: CERTIFICATION SPECIFICATIONS AND GUIDANCE MATERIAL FOR AERODROMES
EASA Compliance: EASA Certification Basis, EASA Applicability, EASA Edition Status
EASA Compliance Proof: EASA Compliance Evidence Status
Selection criteria: EASA Mode type = Stipulation
{I:?Proce;s LIKE taxi
Order: Process master data - Order
Process ID Proc.-Nr. Designation EASA Certification Basis EASA Applicability EASA Edition Status EASA Compliance Evidence Status
9947391 CS ADR-DSN.D.245 Width of taxiways Yes Yes Edition compenents in pregress insufficient, not completed
9947393 CS ADR-DSN.D.250 Taxiways curves Yes Yes Edition components in progress sufficient
9947399 CS ADR-DSN.D.255 Junction and intersection of taxiways Yes Yes in validaticn sufficient
9947403 CS ADR-DSN.D.260 Taxiway minimum separation distance Yes Yes in validation sufficient
9947412 CS ADR-DSN.D.265 Longitudinal slopes on taxiways Yes Yes Edition compenents in pregress insufficient, not completed
9947417 CS ADR-DSN.D.270 Longitudinal slope changes on taxiways Yes Yes Edition components in progress insufficient, not completed
9947423 CS ADR-DSN.D.275 Sight distance of taxiways Yes Yes in validaticn insufficient, net completed
9947420 CS ADR-DSN.D.280 Transverse slopes on taxiways Yes Yes Edition components in progress insufficient, not completed
9947434 CS ADR-DSN.D.285 Strength of taxiways Yes Yes original unknown
9947436 CS ADR-DSN.D.290 Surface of taxiways Yes Yes Non-Compliance Work unknown
9947440 CS ADR-DSN.D.295 Rapid exit taxiways Yes Yes in validation sufficient
9947450 CS ADR-DSN.D.300 Taxiways on bridges No Yes original unknown
9947455 CS ADR-DSN.D.305 Taxiway shoulders Yes Yes Edition compenents in progress insufficient, not completed

The report structure and the filter settings made can be stored and reused. For further information,
please refer to the compliance management cockpit (see Section “8. Compliance management cock

pit") & [chapter ,8.2").
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Frequently distribution processes

The "frequency distribution processes" statistic provides charts for the frequency distribution of
compliance attributes. Essentially all "value range" type compliance attributes (see Section “7.2.2
Compliance attributes for requirements”) can be used, provided that they do not have more than
10 items of value range data (see Section “7.2.3 Value range”). This graphic illustration is particularly
useful for seeing project progress at a glance. Because a single graphic illustration often does not
carry enough weight, the same data can be displayed one below the other in five different ways.

For these frequency distributions both two-dimensional bar charts and three-dimensional cross-tab-
ulation analyses can be generated. The cross-tabulation analyses provide for the comparison of two
different criteria, whilst the two-dimensional bar charts provide frequency distributions of a compli-
ance attribute.

Three-dimensional cross-tabulation illustration

#f Statistic Frequency Distribution Processes Reports> Process managements Statistic Frequency Distribution Processes

Selection criterias [ Report view -‘ &

Parent element: Process Structure
Selection criteria: EASA Node type = Stipulation
ND

{P} Process LIKE taxi

EASA Overall Status / EASA Proof Status

no data

original

econtro|.orcondc|.og
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Two-dimensional bar chart

& Statistic Frequency Distribution Processes Reports> Process management> Statistic Frequency Distribution Processes
Selection criterias | Report view &
Parent element: Process Structure
Selection criteria: EASA Node type = Stipulation
D

AN
{P} Process LIKE taxi

EASA Overall Status

original
in planning
in validation
Approval
Approved

Non-Compl iance work

es delivered to authority

on components in progress
Agreement with authority,

As an attachment for each filtered requirement, a maximum of five further data fields can also be
printed in list form for documentation purposes.

This attachment is printed below the chart(s).
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m Process and compliance sheet

The "Process paper” report is used to summarise the documentation of all data stored for a require-
ment, process or for a sub-system. As well as generating a report, it provides the option to merge
any selected attachments in a ZIP file and export them in this way.

The “Process paper” report displays the same data in different forms. The process sheet is divided

into different sections and enables all available data to be printed. The compliance sheet has a
rather more limited scope and is used specifically to format documents and compliance attributes.

Process sheet Compliance sheet

Requirements (-master data) mandatory mandatory
Compliance attributes optional mandatory
Documents optional optional
Measures optional optional
Object Explorer optional no
Version information optional no
Administrative information (Time stamp for optional no
creation and update)

econtro|.0|rcono|o.dg
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In the example shown below, a compliance sheet for the requirement “CS ADR-DSN.D.265
Longitudinal slopes on taxiways” should be generated. This requirement has been divided into
sub-requirements a, b.1 and b.2, which in turn comprise supporting documents and compliance data.

|& Process paper Reports> Process managements Process paper

Selection cri Report view

Selection criterias | Report scope | Pool

=1 [Ja 001 Process Structure

A View option: Process sheet A
= [ 0 EASA ‘ |
- [ ADR-DSN CERTIFICATION SPECIFICATIONS AND GUIDANCE MATERIALFOR A | TOF THe [Process sheet ‘
Show attributes: 4]

(=t lb ADR-DSN.D. CHAPTER D — TAXIWAYS

re—s g Show documents: ]
B¥ 1 CS ADR- 65 Longitudinal slopes on taxiways

Show measures: (5]
— & C5 ADR-DSN.D.265 / (@) Longitudinal slopes en taxiways / (a)
Show Object Explorer links: 7l
& CS ADR-DSN.D.265 / (b) (1) Longitudinal slopes on taxiways / (b {] )
Show process versions: "

“*CSADR-DSN.D.ZES b} (2) L tudinal sl taxiways / (b) (2
bl (e ongjfucinaliSapesorsickays (Y Show administrative informations: (7]
- GM1 ADR-DSN.D.265 Longitudinal slopes on taxiways

Compliance reference
Attributes, documents and measures with the following compliance reference will be taken into account

=t @ Selected process

3 @ EASA Compliance

@ EASA Node type

¥ EASA Certification Basis

¥ EASA Applicability

------ [# EASA Condition Status

) EASA Compliance Proot

L@ EASA Compliance Proof

|#) EASA Compliance Proof Status

7t ¥ EASA Compliance Correction Possibilities

[#) EASA Deviation Correction possibilities

[# EASA Deviation Description

Documents

=& ‘ €S ADR-DSN.D.265Longitudinal slopes on taxiways
= [0 EASA Compliance
[#) |Z] 471, Overview intersections, INTERSECTIONS.gif
@ [£] 472, Slopes Overview CAD, slopes.gif
= () @ Hierarchical downstream processes
;l (1] ‘ CS ADR-DSM.D.265 / (a) Longitudinal slopes on taxiways / (a)
i i~ [5] 473, Scheme 12 TXW 13-18, Scheme 12 TXW 13-18,png
< () & CS ADR-DSN.D.265 / (b) (1) Longitudinal slopes on taxiways / (b) (1)
o W =] 474, Verification document taxiway 13, TXW13 (1).GIF

|E] 475, Verification document taxiway 14, TXW14.GIF
W =] 476, Verification document taxiway 15, TXW15.GIF

W =] 477, Verification document taxiway 16, TXW16.GIF

|Z] 478, Verification document taxiway 17, TXW17.GIF
=} [0) d S ADR-DSM.D.265 / (b) (2) Longitudinal slopes on taxiways / (b) {2)

[ 5] 479, GAT-Taxiways, 260px-cedeab_taxiways.png

~[J Linked documents
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Report structure — Targeted formatting of content for addresses

This report generator is very flexible so that exactly the required content and report elements
can be gathered for each recipient. In general, process and compliance sheets can summarise the
content of the selected requirement and all hierarchically downstream sub-requirements in an
overall report.

For the selected requirement the following content can be included in the report:

Requirement master data
(Compliance) attributes

Documents
Documents, that are assigned to the current requirement
Documents from linked objects
Global documents

Measures

From an organisational perspective, the elements “(Compliance) attributes”, “Documents” and
“Measures” are linked to compliance categories. By selecting or deselecting a compliance cate-
gory in the “Compliance reference” dialogue element, documents and measures in each category
are added or removed.

For the hierarchically downstream sub-requirements, the information

(Compliance-) attributes

Documents

can be integrated into the report. The sub-requirements can also be as deeply structured as de-
sired or are selected for all other levels.

With regard to the downstream sub-requirements, the system does not take into account any doc-
uments from objects to which the sub-requirements are linked. If linked documents are important
for compliance testing, they must be assigned to the higher-level requirement.



Selection of compliance categories and attributes

Compliance categories and compliance attributes are selected easily from the tree element
“"Compliance Reference” shown below.

Compliance reference
Attributes, documents and measures with the following compliance reference will be taken inte account

P RE &

B ®

£
m
)2

#| EASA Deviation Description

The elements shown depend on the permissions of the logged-on user relating to the require-
ments and any deviating permissions relating to the hierarchically downstream sub-requirements.

The amount of information or elements available depends on which user generates the compli-
ance sheet.

By selecting or deselecting a compliance category, for example, “EASA Compliance” or “EASA
Compliance Correction Options”, documents and measures in each category are generally added
or removed.

In the above-mentioned example, documents and measures in the category “EASA Compliance
Correction Options” are not taken into account, as this compliance category has been deselected.

A compliance category can have different compliance attributes, which can be included attribute
by attribute in the report.

In the above-mentioned example for instance, neither the compliance attribute “EASA Node
Type”, nor the compliance attribute “EASA Deviation Correction Options” and EASA deviation
description category “EASA Compliance Correction Options” are shown.

Finally, the tree element “Compliance Reference” contains the hierarchically downstream pro-
cesses or sub-requirements. According to the above-mentioned logic, compliance categories and
compliance attributes can also be selected here, whereby the settings apply as standard for all
downstream sub-requirements.

Compliance reference

Attributes, documents and measures with the following compliance reference will be taken into account
S W] EASA Compliance Proof

- ¢ EASA Compliance Evidence Status

2 [# EASA Compliance C on Possibilities

#| EASA Deviation Correction possibilities
3@ EASA Compliance Validation Methods
#| EASA Authority Detection Method
=i [# Hierarchical downstream processes
' # EASA Compliance Part

A Compenent Node Type

Component Certification Basis
Component Applicability

Zompenent Degree of Fulfilment

S I Y Y Y

Compenent Evidence Status
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To simplify the parameterisation of the compliance sheet, the only attributes and categories

shown are those which have been used at least once or to which at least one document has been
assigned.

Selection of documents

The lower section “Documents” is used for the targeted selection of individual documents:

Documents
= ) @ Cs ADR-DSN.D.265Longitudinal slopes on taxiways

= EASA Compliance

o @[] 471, Qveny

ons, INTERSECTIONS.gif

- ) [] 472, Slope: , slopes.gif

D.265 / (b) (1) Longitudinal slopes on taxiways / (b) (1)
cation document taxiway 13, TXW13 (1).GIF

fication document taxiway 14, TXW14.GIF

cation document taxiway 15, TXW15.GIF

16, TXW16.GIF

cation document taxiw

The document area is primarily structured according to:

Requirement (or “CS ADR-DSN.D.265 Longitudinal slopes on taxiways”)
Hierarchically downstream processes and

Linked documents.

The documents can be individually selected and deselected. In the example shown above, the

documents with the internal document numbers 474, 476 and 478 should not be included in the
current compliance sheet.

The documents known as “linked documents” are documents that are assigned to object links
of the requirement “CS ADR-DSN.D.265 Longitudinal slopes on taxiways”. The example refers to
a “Global Document” - the “Airport manual”, which is integrated into the compliance sheet to-
gether with the main document and other applicable documents.



m Reproducibility

All settings that have been used for the process and compliance sheet can be stored again as
query settings in the query pool for future use. A compliance sheet can be compiled in advance by
the project office during the processing of requirements and sub-requirements and easily added
on completion.

mﬂ Report design

The currently selected compliance attributes, documents and other report components are dis-
played in print preview when the following button is pressed:

The print preview can be displayed as a PDF file. An individual report title can be assigned for the
PDF file in the input field “PDF title”.

PDF-Title: Compliance sheet
& Process paper Reports> Process management: Process paper
]
Selection criterias | Report view [ F [-]

Compliance sheet

No.: GDO500 ID: 10527
Tiele: Taxlways

Process description:

Version: Version: INIT from 11/01/20186, valid after 05/10/2015

Organisational unit: OpsM Department:

Qwner: Owner, S5V:

Responsible: Resp., 5V:

Resp. info:

Standards:

Emergency notes:

Attributes

EASA Compliance

EASA Node type Stipulation
EASA Certification Basis Yes

EASA Applicability open

EASA C i e Correction
FASA Deviation Correction possihilities open

EASA compiliance Organization

EASA Oryanization Building Evacualion syslem SECUMATIC 2
Component/(Sub-)System) 1

EASA Organization Building Boarding bridae Global

Component/(Sub-)System) 3

Documents

m Title Rel. Changed on/by
Source file

Process master data

402 Project Management Taxiways 1 14/01/2016 12:37 / FRANK
Project Management Iaxmways.docx (DUU10USU_UU1.docx)

- ical d . i
#F GD0510 Taxiway A

EASA Compliance
FASA Fdition Status in planning

[CASA Compliance Organization
EASA Organization Building Component/(Sub-)System) 3 Emergency power supply

Provess master dald

398 CAD Taxiway A 1:500 1 14/01/2016 12:32 / FRANK
CAD Taxiway A i_500.docx (000.10076_00..docx)
399 Data sheet Taxiway A 1 14/01/2016 12:32 / FRANK

Data_sheet.docx (00010077_001.docx)

& GD0520 Taxiway B
Process master data

400 CAD Taxiway B 1:500 1 14/01/2016 12:35 / FRANK
CAD Taxiway B 1_500.docx (00010078_001.docx)
401 Data sheet Taxiway B 1 14/01/2016 12:35 / FRANK

Data_sheet.docx (00010079_001.docx)

&k GB0530 Taxiway C
Process master data

396 CAD Taxiway C 1:500 1 14/01/2016 12:28 / FRANK
(CAD Taxiway C 1_500.docx (00010074_001.docx)
397 Data sheet 1 14/01/2016 12:78 / FRANK

Data sheet.docx (00010075 001.docx)

Copyright @ Arconda Systems AG, 2007 - 2016 eControl aviation - Arconda Airpart
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Data transfer via ZIP file

The simplified transfer of data to authorities or other external recipients is an important feature
of the software module Compliance Management.

When this data is transferred, a ZIP file is generated, which can consist of the components

e Compliance/process sheet in PDF format
e Documents according to selection dialogue
e README file.

A ZIP file is generated subsequent to the generation of a print preview.

Pressing the button
B

opens the dialogue shown below:

& Process paper Reports= Process management> Process paper

Create ZIP

O Mo target directory defind. File is provided for download.

ZIP filename: CS ADR-DSN.D.265 Version 1.0.zip

Documents: I8 CS ADR-DSN.D.265 Ve

& GAT-
& Main

rt Manual Main Document.docx

. INTERSE!

XW 13-18.png

& Verifi

& Verification document taxiway 16, TXW16.GIF

taxiway 14, TXW14.GIF

Content readme-file: Note:
Compliance sheet: CS ADR-DSN.D.265 Version 1.0.pdfl

Create ZIP Cancel

The data field “ZIP filename” enables the ZIP file name suggested by the system to be changed.

The list box "Documents” contains the documents selected for export. The file CS ADR-DSN.D.265
Version 1.0.PDF contains the compliance sheet itself.

The data field “Content readme-file” is used to capture information about the use of the ZIP file
for the recipient. The file is given the name “README.TXT"” and is only generated if an explanato-
ry text has actually been captured.

The ZIP file is automatically saved by the server in a directory, provided that the system parameter
9900433 has been set. If the system parameter 9900433 has not been completed, the ZIP file is
available in the relevant download directory of the browser.

The ZIP file and the compliance sheet in PDF format are not archived by the system.



In the change history of the requirement, for which the ZIP file has been generated, the content
of the export is not documented:

Q Process ||‘|a|'|agement Business zpplications= Process management
-
Process | 14 Aftributes | 1 Versions | 2 Documents | Measures | History | ObjectExplorer « B » Rights E

Process 09947412  Longitudinal slopes on taxiways + Order CS ADR-DSN.D.265

#| Audittrail ( ¥ Without modification timestamp and -user) @ B zip export
@ [ process data ¥ = attributes
# || Documents v ¥ Measures v & Rights Ld e@objectExplorer

Type Data field Value NEW Value OLD Time stamp User

\§¢ Export Version 1.0 {3345} - Initial (Process: 9947414, Longitudinal slopes on taxiways 29/04/2016 09:13 Espenhain, Frank
generation for evidence-based compliance /(b) (1) - EASA Compliance Part) 474, Verification
with EU Regulation Mo. 139/2014 document taxiway 13, Rel. 1

(Process: 9947414, Longitudinal slopes on taxiways
/(b) (1) - EASA Compliance Part) 477, Verification
document taxiway 16, Rel. 1

(Process: 9947414, Longitudinal slopes on taxiways
/(b) (1) - EASA Compliance Part) 475, Verification
document taxiway 14, Rel. 1

(Process: 99474135, Longitudinal slopes on taxiways
/ (b) (2) - EASA Compliance Part) 479, GAT-
Taxiways, Rel. 1

(Process: 9947414, Longitudinal slopes on taxiways
/ (b) (1) - EASA Compliance Part) 478, Verification
document taxiway 17, Rel. 1

(Process: 9947413, Longitudinal slopes on taxiways
/ (a) - EASA Compliance Part) 473, Scheme 12 TXW
13-18, Rel. 1

(Process: 9947414, Longitudinal slopes on taxiways
/ (b) (1) - EASA Compliance Part) 476, Verification
document taxiway 15, Rel. 1

[F]__ Last change on 28,04,2016 16:14:47 28.04.2016 16;13:47 28/04/2016 16:14 Espenhain, Frank

In the data field “Export Version 1.0 {3345} - Initial generation for evidence-based compliance
with EU Regulation No. 139/2014", the system documents that the requirement has been export-
ed in the process version “1.0". This version of the requirement operates the unique version key
3345 and the version title “Initial generation for evidence-based compliance with EU Regulation
No. 139/2014".

For each document contained in the export, the following information is provided:

(Process: 9947414, Longitudinal slopes on taxiways / (b) (1) - EASA Compliance Part) 474,
Verification document taxiway 13, Rel. 1

Process: 9947414
Unique key for the requirement or the hierarchically downstream sub-requirement, which is as-
signed to the respective document.

Longitudinal slopes on taxiways / (b) (1)
Title of the requirement or the hierarchically downstream sub-requirement, which is assigned to
the respective document.

EASA Compliance Part
Compliance category, which is assigned to the document in the requirement or the hierarchically
downstream sub-requirement.

474
Unique document key of the document. The document can be accessed directly via the document
ID.

Verification document taxiway 13
Document title of the document.

Rel. 1

Release version number of the transferred document. The release version numbers are fully-au-
tomatically incremented by the system. The unique document key “1111"” and the release version
number “Rel. 1” enable the exact identification of the file version that has been included in the
report — this is particularly relevant if the supporting documents are supplemented or updated.

ARCONDA.



The data field “Time stamp” documents that the export in the above-mentioned example was
carried out on 26.02.2016 at 11:59. The export was carried out by the user “Sorge, Konstantin”.

It must be noted that the entry in the process history is generated automatically by clicking on the
following button:

Create ZIP

If this file is rejected for any reason, the entry in the process history is not removed. Alternatively,
any data field — e.g. “Version History Reference” can serve to document this fact.

Non-compliance reports

The non-compliance or deviation reports are special forms of the compliance sheet. Compliance
attributes are supplied by the manufacturer for the non-compliance situation ELoS (Equivalent
Level of Safety), AltMoC (Alternative Means of Compliance), DAAD (Deviation Acceptance and
Actions Document) und SC (Special Condition). These special sheets can be generated by a target-
ed selection of the relevant compliance category, the designated compliance attributes and the
associated documents.

In the example shown below, only the compliance category ,,EASA Compliance SC” with the com-
pliance attributes specifically allocated for the special condition was selected.

Only the procedure for the wingman mentioned in the special condition is shown in the ,,General
Process Master Data”. By means of the suspension in the ,General Process Master Data”, this doc-
ument can be viewed by all users without any special permissions.
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Selection criterias | Report scope | Pool

View option: | Compliance sheet

PDF-Title: |Specia| condition report

Show attributes:

*

Show documents:

<

Show measures:
Show Object Explorer links:
Show process versions:

Show administrative informations:

Compliance reference

Attributes, documents and measures with the following compliance reference will be taken into account

[z ¢ Selected process
G- EASA Compliance
[J EASA Compliance Proof
[ ¥ EASA Compliance SC
----- [#] EASASC-Nr.
""" [#| EASA SC Certification Specification
""" [#| EASA SC Safety Objective
""" [#| EASA SC Deviation
""" [#] EASA SC Reason
""" [#] EASA SC ALoS Evidence
_’:J [J EASA Compliance Validation

_’:J ] EASA Compliance Proof Procedurs

&

Process master data

Documents

F * C5 ADR-DSM.D.260Taxiway minimum separation distance
(& [ EASA Compliance SC

@ |=] 463, Taxiway details for SC, taxiway details.gif
:.}l:.l Process master data

¥ || 464, Taxiway procdure for TXY 344, 150_5340_1k_consolidated pdf

] * Hierarchical downstream processes

[= [ Linked documents

- @ & GBO100, Airport Manual

|=] 391, Airport Usage Regulations - Update 2015

s ©

|Z] 292, Main Document

g

|=] 293, Organizational Chart

ARCONDA.systems



The following print preview is displayed:

Special condition report q A R CONDA
oMy Airport

Condition: 29/04/2016 10:28

By: Frank Espenhain

No.: CS ADR-DSN.D.260 ID: 9947403
Title: Taxiway minimum separation distance

Process

description:

Version: Version: 1.0 from 28/09/2015, valid after 01/01/1900
Organisational 2 Department:

unit:

Owner: - Owner, SV:
Responsible: - Resp., SV:

Resp. info:

Standards:

Emergency notes:

Attributes

EASA Compliance SC

EASA SC-Nr. SC-Nr - AA -1

EASA SC Certification CS ADR-DSN.D.260 and CS ADR-DSN.T.915 Siting of equipment and

Specification installations on operational areas

EASA SC Safety Objective The safety objective of minimum taxi separation distances ist to allow safe
use of taxiways and aircraft stand taxilanes to prevent possible collision
with other aeroplanes operating on adjacent runways or taxiways, or
collision with adjacent objectives.

EASA SC Deviation An existing single storey building (3.7m high and 41.5m north of the Alpha
taxiway centreline) infringes Alpha Code E strip between hold points Alpha
2 and Alpha 3 by 2m. Aircraft with wingspan greater than 52m (Code E)
can only proceed along this section of taxiway Alpha under the supervision
of a wingman as per the documented procedure.

EASA SC Reason Building cannot be removed

EASA SC AloS Evidence Qualitative evidence: Aircraft with wingspan greater than 52m (Code E) can
only proceed along this section of taxiway Alpha under the supervision of a
wingman as per the documented procedure.

Documents
ID  Title Rel. Changed on/by
Source file
EASA Compliance SC
463 Taxiway details for SC 4 29/04/2016 10:24 / SMS

taxiway details.gif (00010141_001.gif)

Process master data
464 Taxiway procdure for TXY 34A 1 18/04/2016 16:21/
FRANK
150_5340_1k_consolidated.pdf (00010142_001.pdf)

Linked documents

392 Main Document 1 12/01/2016 15:16/
FRANK

Airport Manual Main Document.docx (00010071_001.docx)

Attributes and documents of subsequent nodes.

# cS ADR-DSN.D.260 / (a) Taxiway minimum separation distance / (a)
EASA Compliance Part
EASA Component Applicability Partially

i =eContro|
aviation Condition: 29/04/2016 10:29 Page 1/3

econtro|.orcond0.og



m Process attribute characteristics

This report contains a list summarising the characteristics of the relevant compliance attribute for
the filtered requirements.

The desired classification structure can also be inserted via the "display option" field.

The scope of the filtered requirements and displayed characteristics of the compliance attributes
depends on the individual authorisations of the logged-on user.

=% Process attributes characteristics Reports> Process management> Process attributes characteristics

Selection criterias Report view ‘ El ﬂ

View option: Attribute characteristics grouped by attributes
Creation and edit information: []
Show attribute information: &
Selection criteria: EASA Mode type = Stipulation
ND

{P} Process LIKE taxiway

C I & s -
short
designation
Attribute Attribute Designation
D
Attribute Note
Process Process title Attribute value
D
EASA EASA Compliance

9902500 EASA Node type
This process attribute serves to classify EASA nodes in edition and edition componentents in order to facilitate the systematic filtering. Al editions shall carry the status . Edition”.

9947391 CS ADR-DSN.D.245 Width of taxiways Stipulation
9947393 CS ADR-DSN.D.250 Taxiways curves Stipulation
9947399 CS ADR-DSN.D.255 Junction and intersection of taxiways Stipulation
9947403 CS ADR-DSN.D.260 Taxiway minimum separation distance Stipulation
9947412 CS ADR-DSN.D.265 Longitudinal slopes on taxiways Stipulation
9947417 CS ADR-DSN.D.270 Longitudinal slope changes on taxiways Stipulation
9947423 CS ADR-DSN.D.275 Sight distance of taxiways Stipulation
9947420 CS ADR-DSN.D.280 Transverse slopes on taxiways Stipulation
9947434 CS ADR-DSN.D.285 Strength of taxiways Stipulation
9947436 CS ADR-DSN.D.290 Surface of taxiways Stipulation
9947440 CS ADR-DSN.D.295 Rapid exit taxiways Stipulation
9947450 CS ADR-DSN.D.300 Taxiways on bridges Stipulation
9947455 CS ADR-DSN.D.305 Taxiway shoulders Stipulation
9947463 CS ADR-DSN.D.310 Taxiway Strip Stipulation

9902510 EASA Certification Basis
This process attribute enables the classification, whether the latest edition is part of the certification basis. The standard value is ., YES".

9947391 CS ADR-DSN.D.245 Width of taxiways Yes
9947393 CS ADR-DSN.D.250 Taxiways curves Yes
9947399 CS ADR-DSN.D.255 Junction and intersection of taxiways Yes
9947403 CS ADR-DSN.D.260 Taxiway minimum separation distance Yes
9947412 CS ADR-DSN.D.265 Longitudinal slopes on taxiways Yes
9947417 CS ADR-DSN.D.270 Longitudinal slope changes on taxiways Yes
9947423 CS ADR-DSN.D.275 Sight distance of taxiways Yes
9947429 CS ADR-DSN.D.280 Transverse slopes on taxiways Yes
9947434 C5 ADR-DSN.D.285 Strength of taxiways Yes
9947436 CS ADR-DSN.D.290 Surface of taxiways Yes
9047440 CS ADR-DSN.D.295 Rapid exit taxiways Yes
9947450 CS ADR-DSN.D.300 Taxiways on bridges No
9947455 CS ADR-DSN.D.305 Taxiway shoulders Yes
9947463 CS ADR-DSN.D.310 Taxiway Strip Yes

9902520 EASA Applicability
This process attribute documents, whether the latest edition is applicable within the recent EASA certification. The standard value is . YES™.

9947391 CS ADR-DSN.D.245 Width of taxiways Yes
9947393 CS ADR-DSN.D.250 Taxiways curves Yes
9947399 CS ADR-DSN.D.255 Junction and intersection of taxiways Yes
9947403 CS ADR-DSN.D.260 Taxiway minimum separation distance Yes
9947412 CS ADR-DSN.D.265 Longitudinal slopes on taxiways Yes
9947417 CS ADR-DSN.D.270 Longitudinal slope changes on taxiways Yes
9947423 CS ADR-DSN.D.275 Sight distance of taxiways Yes
9947429 CS ADR-DSN.D.280 Transverse slopes on taxiways Yes
9947434 CS ADR-DSN.D.285 Strength of taxiways Yes
9947436 CS ADR-DSN.D.290 Surface of taxiways Yes
9947440 CS ADR-DSN.D.295 Rapid exit taxiways Yes
9947450 CS ADR-DSN.D.300 Taxiways on bridges Yes
9947455 CS ADR-DSN.D.305 Taxiway shoulders Yes
9947463 CS ADR-DSN.D.310 Taxiway Strip Yes

9902530 EASA Edition Status

This process attributes displays the total edition status for the edition considering all assigned edition components. This process attribute is of central importance for the compliance's valuation and the
edit progress. New editions will get the status ,,original”.

9947391 CS ADR-DSN.D.245 Width of taxiways Edition components in progress
9947393 CS ADR-DSN.D.250 Taxiways curves Edition components in progress
9947399 CS ADR-DSN.D.255 Junction and intersection of taxiways in walidation

9947403 CS ADR-DSN.D.260 Taxiway minimum separation distance in validation

9947412 CS ADR-DSN.D.265 Longitudinal slopes on taxiways Edition compoenents in progress
9947417 CS ADR-DSN.D.270 Longitudinal slope changes on taxiways Edition components in progress
9947423 CS ADR-DSN.D.275 Sight distance of taxiways in validation

9947420 CS ADR-DSN.D.280 Transverse slopes on taxiways Edition components in progress
9947434 CS ADR-DSN.D.285 Strength of taxiways original

9947436 CS ADR-DSN.D.290 Surface of taxiways Non-Compliance Work
9947440 CS ADR-DSN.D.295 Rapid exit taxiways in walidation

9947450 CS ADR-DSN.D.300 Taxiways on bridges original

ARCONDA.systems



RiskDB - eControl risk database

The risk database is characterised by the organisational structure and the infrastructure. It follows
that the structure of processes, sub-systems and requirements is also the backbone of the risk data-
base RiskDB. In the context of compliance management the risk database is of particular significance,
in the event of alternative verification procedures (AltMoC) or deviations (ELoS, DAAD, SC) from the
certification provisions.

The risk database provides a systematic documentation of all risks identified in connection with the
certification basis.

# RiskDB Business zpplications> Safety management> RiskDE|
Search © ﬁ
¥ Indication: o ti B ] 4 Ci & ) £ : 6 S/W/A: - All - v || -Al- v -All- A
Risk code: ¥ actual data Date/Time: 13/01/2016 10:36

= &

002. Operational Processes

002.010. Approach

002.010.040. CTR

002.010.040.010. Concurrent mixed traffic

Cellision / crash because of concurrent mixed traffic
Hazard Consequence

Other aircrafts Collisions

Saverity Probability Risk
Catastrophic [A] Extremely Improbable [1] accaptable =
Evasive action because of concurrent mixed traffic
Hazard Consequence
Other aircrafts Flight Events
Saverity Probability Risk
Hazardous (8] Extremely Improbable [1] accaptable L
002.010.040.020. Helicopter traffic
Collision / crash because of helicopter traffic
Hazard Consequence
Other aircrafts Collisions
Saverity Probability Risk
Catastrophic [A] Improbable [2] tolerable s
Evasice action because of helicopter traffic
Hazard Consequence
Other aircrafts Flight Events
Saverity Probability Risk
Hazardous [B] Extremely Improbable [1] accaptable &

002.010.040.030. Apron Management
Collision/Crash because of airport tasks
Hazard Consaquence

Aircraft movements Collisions

Saverity Probability Risk _

The eControl risk database "RiskDB" must show not only the risks that are determined in the context
of compliance management or certification according to Regulation (EU) No. 139/2014, but also all
company-wide risks which have been determined and which have come to light in the course of risk
assessments and operational risk management.

In this way eControl provides a company-wide or corporate risk management. The company-wide ap-
proach is a requirement for the control and evaluation of the risk mitigation process (cf. RiskDB risk
index trend analysis statistics).

In the dialogue shown below, identified risks are documented and assigned to a requirement.

For each requirement any number of risks can be isolated. At the same time risk assessments that
relate to more than one requirement can be properly integrated.

The risks must also be incorporated into a risk matrix. In the example shown below, a risk matrix ac-
cording to ICAO DOC 9859 is used, but there are a number of other classification options in the system,



76

which provide for automatic compliance with the future specifications of the competent authority.

|} ADR-DSH.A. CHAPTER & — GENERAL
Fi-|jab ADR-DSH.B. CHAPTER B— RUNWAYS
[h ADR-DSN.C. CHAPTER C — RUNWAY END SAFETY AREA
Lh ADR-DSN.D. CHAPTER D — TAXIWAYS
£-|j ADR-DSH.E. CHAPTER E— APRONS
E-d €S ADR-DSN.E345 General
¢ CS ADR-DSN.E.350 Size of aprons
@& C5 ADR-DSN.E.355 Strength of aprons
@ Cs ADR-DSN.E.360 Slopes on aprons

@ €5 ADR-DSN.E.365 Clearance distances on aircraft stands

[s]

50

20

10

E] RiskDB Business applications> Safety management= RiskDB
Risk | Documents | IERC | Measures | Object explorer “
ID: Risk code: V‘ Active: &
Title: ‘
Description:

&
Process/System: ¥
Hazard: =) Lh = Consequence: 3‘
= 0 EASA
Keyword 1/2/3: 7 Lh ¥ H 3‘
Lh ADR COMMISSION REGULATION (EU) No 139/2014 AM/GM
kevrordd (ol i+ g ADR-DSN CERTIFICATION SPECIFICATIONS AND GUIDANCE MATERIAL FO ¥l ¥

1]

This risk assessment, in the form of one or more documents, is stored according to the system stand-
ard in the register tab "documents”. Risk reduction measures can be documented in the register tab

"measures”.

If the risks are also linked with the requirement via the object explorer, documents and measures in
the risk database can be viewed directly from the requirement and vice-versa.

For read access to the risks in the risk database the user permission "Read risk database"

"7.3.4 User permissions”) is required.

———————

SMS

~

For further information about risk management with

eControl see our product catalogue:
"SMS & Audit - Safety and Audit Management"

ARCONDA.systems


http://www.econtrol.aero/en-us/Documents
http://www.econtrol.aero/de-de/Service

Audits - long-term maintenance of compliance level

eControl audit management covers
planning,
preparation,
conduct and
follow-up

of

external audits,
self-inspections and

supplier audits,

although compliance audits deal mainly with self-inspections and external audits.

The organisations certified according to Registration (EU) No. 139/2014 must be audited in full after
no more than 48 months, which requires the audited organisations and the competent authorities to
take a number of different auditing measures. According to the system philosophy of eControl, com-
pliance management initially tests compliance and maintains this situation in the context of change
management. Audit management is a tool by means of which this level of compliance is maintained
or guaranteed in the long term.

eControl simplifies the conduct of audits through the provision by the manufacturer of audit cata-
logues for the most important regulations — naturally catalogues for "Regulation (EU) No. 139/2014"

and "ICAO Annex 14" are also provided.

Hereinafter is an extract from the audit catalogue for Regulation (EU) No. 139/2014:
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[ Audit catalogs

Catalogue description ‘ Catalogue elements |

Business applications= Audit management= Audit catzlogs

Show deactivated records
S 2. SAFETY MANAGEMENT SYSTEM AND PROCEDURES
1 2.1. 515 Requirements

E] 3. Has the owner, CEQ or equivalent approved and endorse

| b. Does the safety policy contain clear authorities, respons
. Is there a current company safetynisk profile? (Also refe.

5 d. Are there proactive procedures for:

e. Are there effective procedures for invelving employees s

3

F. Is there a process for identifying applicable regulations,

g. Are there training programs for company personnel and

5] 550 [
2 L

h. Does the operator have a company operations manual?,

5

f. Are there procedures for the collection and analysis of d

7. Are there systems and procedures for accident and incid

': 1. Are there systems for monitoring management approvec

k. Are there procedures for periodic external or internal sa.

| m. Is there consolidated documentation?
2.1, By sampling the SMS decumentation confirm there is acc
2.1.k By sampling the SMS documentation confirm there is acc.

2.1.1, By sampling the 5M5 dacumentation confirm the operata
[#) 2 Is the eperators Safety Management System sound, approp.
= ﬁl 3. MANAGERIAL PERSONNEL

I 3.1. Are clear authorities and responsibilities defined for:

3.1, Is 3 hnowledgesble person occupying the chief pilat positi
| 3.1 Is a knowledgeable person accupying the flight departmer

31ka persan responsible for the

3. Is the operators organization sound, appropnate and effect
= ﬁ] 4. TRAINING AND PROFICIENCY

4.1, Do the training programs adequately address the fype of ¢
4.1. Has the operator established sound, appropriate and effe,
4.1. Has the operator established sound, apprapriate and effe.
| 4.2 Is the ftraining sylfabus included or referenced in the COM
@[3 4.3, Through review of a sample of the Training and Qualificat

W2l 4.3.a Do training programs for flight crew members cover the

[ 4.7 Are thera fraini

nroarams for disnatch or flinhe-

Audit catalogue 9900120000 = Does the safety policy contain clear authorities, responsibifities and accountabilities for safety at all levels within the air operation?

CBAA CERTIFICATION AUDIT CHECKLIST

Audit catalogue element 9900012805

Suspension:
Type:

Structure:
Title:

Explanation:

Int. info:

Ref. rules:

Ref. explanation:

Created on/by:
Changed on/by:

2.1, SMS Requirements
Checkpeint
b.

Does the safety policy contain

clear authorities, responsibilities and
accountabilities for safety at all
levels within the air operation?

12/02/2012 08:38, SMS
12/02/20132 08:38, SMS

& nctive

Req./Rec.?: | Requirement

Factor:

Ref.-ID:

The combination of compliance management with the audit results is facilitated by a corresponding
classification structure in accordance with the current standard.

eControl provides further support with its own additional catalogue for the conduct of self-inspection
and supplier audits. These can include specific details of the relevant organisations or learning effects

from findings from past audits.

The catalogues provided by the manufacturer can be used partially or wholly for the pre-setting of

audits and amended as required.

For each item in an audit eControl compares the standard (left) and the audit results (right).

ARCONDA.systems



€] Audits Business applications= Audit management> Audi

Audit | Rights | Attributes | Audit elements | Audit results | 2 Documents | 1 Measures | Obj.Exp. ‘ E

Audit 00000007 « INTERN ISAGO Passenger Handling 01-2013

Audit results | 1/2 Documents | 1/1 Measures |

Type: Checkpoint Req./Rec.?: ‘ Requirement Factor: | 2p Applicable ¥/ Checked ¥ Accept [ Date: 2410172013
Title: 1.2.3. The Provider shall have procedures in d: with requi ts of Compli : significantly M -:_

the customer airline(s) for the check-in of heavy or overweight baggage, and to mfo: Jicati d sk b I - i
ensure such baggage is accounted for in the load control process. (GM) 130: No appi icative procedure tq praactively implement all ongoing changes
regarding heavy or overweight baggage.

Explanation:

]

Deviation degres [ |
Ref. rules: Ref.-ID: ’7 Info: 0ld regulations still apply.

Info: Heavy or overweight baggage would have to be defined in accordance with
requirements of the customer airline(s). Typically, baggage more than 23 kgs A

might be considered heavy, while more than 32kgs is considered as exceeding Deviation ’ﬁ
the maximum weight limit (i.e., overweight). However, weight restrictions may fri 3 TORCY, -_':-

vary with each customer airline.

Int. info:

Info: Changes are comparatively rare.
Info:
/,

Category A: | 3‘ Info: Mainly commertial. Load balances are correct.
Category B: | ¥ ‘
Category C: | ¥ g
Category D: :

R | 'V‘ Ext. rating: ¥
Craated on/by: 29/05/2013 09:28, FRANK Ext. explanation
Changed on/by: 21/04/2015 11:53, FRANK Text:

Ext. info:

Plan verification:

For each item in an audit, documents and measures can be recorded according to the system standard.

For the audit an object explorer link with the relevant requirement can be established, in order to
highlight the requirements that have become apparent during auditing. The user interface for docu-
ments, measures and object explorer is standardised across the system.

For further information about risk management with
eControl see our product catalogue:

"SMS & Audit - Safety and Audit Management"

econ’rro|.arcondo.og
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Change management

eControl can support the change management of the organisation in several respects. The key steps
of the change processes and their support by eControl are shown below.

Rough analysis of the anticipated impacts of change with regard to manuals and process instructions

Manuals and process instructions are already part of compliance management. The use of these docu-
ments as global documents is a particularly valuable indicator
for anticipated impacts.

Rough analysis of the anticipated impacts of change with regard to operational and work organisa-
tions (personnel deployment, training, etc.)

The eControl TQMS training and qualification management system clearly indicates which employees
are and were trained in which process. eControl qualification management enables qualifications and
processes to be combined — in this way the change requirement with regard to personnel deployment
and training arising from a change can be reliably defined.

#& Process management Business applications> Process management
Process | Attributes | 2 Versions | 1 Documents | Measures | History | Object explorer m
Process 00010515 » KCI Loading Ramps = Order 090

Show deactivated documents
Show release history

“ # (000350) KCI Loading Ramps SOP v. 2.0

Version | Qualification events

Qualification events

)
= E -
g g £
E 3 &
= £ a
] 3
I a = 5
El 2| E 5 3
ID Qualification = g = Q o E
= 2 = E = =
= = = H = = = ]
D Qualification event Vmﬂal:g until £ 2 s 5 2 )

6

13 RSL KCI Loading Ramps

12 KCI Loading Ramps training 09/11/2017 [ 6 O ]

ARCONDA.



Rough analysis of the anticipated impacts of change with regard to infrastructure

eControl can provide reference points for the impacts of change to the infrastructure, provided that
assignments of processes or requirements have been based on infrastructure components. eControl
flags up the issue of which requirements have to be verified in the event of a change to an infrastruc-
ture component.

EASA Compliance Organization

EASA Organization Work Package 1 . ‘ v |
EASA Organization Work Package 2 . ‘ v |
EASA Organization Work Package 3 . ‘ v |
EASA Organization Building & ‘ Evacuation system SECUMATIC 2 v |
Component/(Sub-)System) 1

EASA Organization Building & ‘ Boarding bridge Global v |
Component/(Sub-)System) 2

EASA Organization Building & ‘ Emergency power supply v |
Component/(Sub-)System) 2

EASA Organization Building & ‘ v |
Component/(Sub-)System) 4

EASA Organization Building Fe ‘ - |
Component/(Sub-)System) 5

The administration of compliance attributes is described on page 44.

Risk analysis / hazard identification and analysis of potential impacts

The eControl risk database or RiskDB (see Section “10. RiskDB - eControl risk database”) is designed
to flag up risk analyses for various change scenarios. In this way an object structure can be created for
change projects, to which risks, documents, risk reduction measures and links with other processes and
requirements can be attached in the system. All report and statistics functions of risk management,
including the link with operational risks, are subsequently available for these risks.

[# RiskDB Business applications> Safety management= RiskDB
Search G “
¥ Indcation: @ ¥ p ¥ o ¥ g¥ o0 »0g swia: [ - Al v][-an- |[-An- v]

Risk code: [ | | Actual data Date/Time: 13/01/2016 1054

¢ = &

002. Operational Processes

002.010. Approach

002.010.040. CTR

002.010.040.010. Concurrent mixed traffic

Collision / crash because of concurrent mixed traffic

Hazard Consequence
Other aircrafts Collisions
Severity Probability Risk
Catastrophic [4] Extremely Improbable [1] acceptable -
Evasive action because of concurrent mixed traffic
Hazard Consequence
Other aircrafts. Flight Events
Severity Probability Risk
Hazardous [B] Extremely Improbable [1] acceptable -

002.010.040.020. Helicopter traffic

Collision / crash because of helicopter traffic
TE——

A bullet point summary of the risk database can be found in Section ["10. RiskDB - eControl risk
database”].

econtro|.orcondo.og
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Safety performance monitoring

The change can lead to an alteration in the evaluation and structure of the risks in the risk database.
These changes can occur when the change project risks are amended in the risk database or when ex-
isting risk assessments are updated.

eControl supports both procedures and updates the RiskDB so that the risk mitigation process can be

documented and recorded. eControl has a number of other tools at its disposal for effective safety
performance monitoring, not all of which can be described in this manual.

ARCONDA.



(/21| Training and qualification management

Regulatory requirements

The EASA and the ICAO focus increasingly on the significance of an adequate quality management
for the required compliance level.

Compliance with regard to compliance management of course also requires transparent recordkeep-
ing. The eControl qualification management offers a number of reports for the complete verifica-
tion of operational qualifications.

The availability of current document versions and the control of amended documents are further
services provided by eControl, which help to maintain and improve the qualification level.

Qualification status

The qualification cockpit provided by eControl helps the user to see at a glance who requires train-
ing and refresher training, where and when, in order to continue to comply with a qualification
profile or be suitable for a particular assignment. eControl knows the lead times for the refreshment
of qualifications, knows whether qualifications will still be needed in future according to current
personnel planning and recognises which qualifications are still lacking in order to achieve the pro-
files allocated.

This information is available to the HR department, the line manager and of course the logged-on
user.

2 Qualifications My eControl> Qualifications
Selection criterias ‘ Qualification event ‘
Personnel: ‘ - All - - Date: 13/01/2016 (5] “

Eo ualification
Qualification: = groﬂ\e: i
Planning status: ¥ (p) /() ¥ (7)  Overall status: Y® Y@ Y@ YO Participations with negative status Missing qualifications

Name Quali. ID | Matchcode Qualification title Qualification profile PS | 0S| Remai
b Apple, Timothy 5 G-APR G Accident prevention referral [RSL-Basis RS Ramp Safety Loading] ® 1z
b Apple, Timothy 3 G-HFT G Human Factors Training [RSL-Basis RS Ramp Safety Loading] @ e
P Apple, Timothy 3 G-PCAA G Perimeter competence Arconda Airport [RSL-Basis RS Ramp Safety Loading] @ o2
»  Apple, Timothy 2 G-RST G Ramp Safety Training [RSL-Basis RS Ramp Safety Loading] @ 180
b Apple, Timothy 4 G-sB G Security Basis [RSL-Basis RS Ramp Safety Loading] @ s«
b Apple, Timothy 1 RS-PSBG RS Passenger Bridge [RSL-Basis RS Ramp Safety Loading] @ oo
P Apple, Timothy 10 RS-STRS RS Stairs [RSL-Basis RS Ramp Safety Loading] @ o
»  Apple, Timothy 12 RS RS Winter Road Maintenance Equipment [RSL-Basis RS Ramp Safety Loading] @ 587
4 Apple, Timothy 13 RSL-KCILR RSL KCI Loading Ramps [RSL-Basis RS Ramp Safety Loading] ® -

Ev. ID Event title Exec. from | Exec. to wvalid from | valid to S | Remainder | CONT

12 KCI Loading Ramps training 10/11/2014 | 10/13/2014 | 10/13/2014 | 13/04/2015 | @ 2376 | o
b Apple, Timothy 5 RSL-Basis RSL Ramp Services Basis [RSL-Basis RS Ramp Safety Loading] @ s
P Drive, Daniel s G-APR G Accident prevention referral [RSL-Basis RS Ramp Safety Loading] @ 1=
P Drive, Daniel z G-HFT G Human Factors Training [RSL-Basis RS Ramp Safety Loading] @ s
»  Drive, Daniel 3 G-PCAA G Perimeter competence Arconda Airport [RSL-Basis RS Ramp Safety Loading] ® 1302
b Drive, Daniel 2z G-RST G Ramp Safety Training [RSL-Basis RS Ramp Safety Loading] @ 1=
P Drive, Daniel 4 G-sB G Security Basis [RSL-Basis RS Ramp Safety Loading] @ s«
P Drive, Daniel 11 RS-PSBG RS Passenger Bridge [RSL-Basis RS Ramp Safety Loading] @ cos
»  Drive, Daniel 10 RS-5TRS RS Stairs [RSL-Basis RS Ramp Safety Loading] ® 604
b Drive, Daniel 12 RS RS Winter Road Maintenance Equipment [RSL-Basis RS Ramp Safety Loading] @ o
P Drive, Daniel 13 RSL-KCILR RSL KCI Loading Ramps [RSL-Basis RS Ramp Safety Loading] ® -
P Drive, Daniel 5 RSL-Basis RSL Ramp Services Basis [RSL-Basis RS Ramp Safety Loading] ® s
b Espenhain, Frank 4 &-sB G Security Basis ®
b Espenhain, Frank 7 S-DGH-6 S Dangerous goods handling Cat. 6 ® ==
b wellinotan Tam s G-ADR G Accidant inn rafareal [RSI -Rasiz RS Ramn Safaby | nadingl ®; 7

econtro|.0rcondc|.og
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Linking of processes or requirements with qualifications

With eControl, needs-based processes and requirements are linked with training courses.
In this way the impacts of changes to requirements (see Section “12. Change management”) on the
training level of the employees can be assessed.

In general the eControl process management systematically documents and structures the process-
es and requirements. The eControl training and qualification management ensures training and
knowledge of all valid process versions and documents.

Read & Sign

Changes to processes or requirements or to the communicated documents can lead to the content
of training courses becoming outdated so that qualifications have to be refreshed. In many cases the
process owner comes to the conclusion that the qualifications can be maintained if the previously
trained employee has taken note of and understood the changes. eControl Read & Sign provides
user-friendly functions for the legally watertight signing of this information.

Before the changes take effect, the qualified employees must be informed about the changes - at
the click of a button eControl sends personalised emails or PDF documents to all qualified employ-
ees and their line managers. Depending on the circumstances, the qualified employee can confirm
with an encrypted email reply that he has taken note of the change. A fully automatic service then
ensures in real time that the expired qualification is revived. Alternatively, process sheets and asso-
ciated process documents can be directly viewed, understood and confirmed by each employee in
eControl.

For further information about our TQMS module
see our product catalogue:

"TQMS - Training and Qualifications Management"

ARCONDA.systems
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Competent authorities

The administration processes of the competent authorities and organisations subject to certification
are closely linked and have a high degree of similarity in some areas.

The programme functions that are the focus of the competent authority are shown below in bullet
point form.

General requirements

Traceability of all data changes
Transaction-protected and fail-safe storage of data in the data centre of the competent
authorities

Administration processes for the administration of any number of airports.

Individual, robust access permissions for each airport, user and compliance category

Flexible workflow control via attributes

ADR.AR.A.010 Regulations

Provision of regulations as hierarchical structure
All regulations can be adapted as required by the competent authorities

Document archive with fully automatic version management



"] ADR.AR.B.020 Qualifications

* Traceable system for the administration of the appointed personnel
(see Section “13.2 Qualification status”)

* Graded authorisation system for the personnel management

"I/ ADR.AR.B.020 certification
- system for the documentation of the certification procedure

¢ Traceable verification documentation

* Any number of documents for each requirement and organisation
(see Section “6.4 Documents”)

* Freely configurable data fields or compliance attributes for each requirement and organi-
sation — usable as required (see Section “7.3 Authorisation structure”)

* Version management for conditions and documents
(see Section “6.3 Versions")

4% Process management Business applications> Process management

- -
Process | 7 Attributes | 1 Versions | Documents | Measures | History | Object explorer « 2 >» Rights Em

Process 09902133 » Wildlife strike hazard reduction = Order ADR.OPS.B.020

") Show only used attributs ) Show detailed information

CA Header data
Stipulation header data node type & |

Stipulation header data compliance . | Non-Compliance

Stipulation header data workflow & | Evidences sufficient i ‘

status
status
Stipulation certification basis & | Yes v

Stipulation certification basis note . |

CA Compliance strategy

Stipulation strategy note compliance . | /l
Stipulaticn strategy note non- & | /l
compliance =

Stipulation strategy Safety Objective .¢ [wildlife-Management

CA Evidence
Stipulation evidence note 4 |Evidence complete and up-to-date

4
Stipulation evidence scheduling & |

Al

Stipulation evidence imperfections . | /l

CA Monitoring program
Stipulation monitoring effect & | medium

Stipulation monitoring cycle & | 24 months

ARCONDA.systems




Model of operational organisation

The process sequences of the organisation to be certified and the competent authorities are com-
pared below. For the description of the process sequence of the organisation to be certified, refer to
the description in Section

Competent Authority

Step 1
Setting up the Project

additional:

Establishing as many airports
as needed
Reproduction of the requirements
per airport

Step 2
Coordination of the non-relevant
requirements

Step3
Coordinating the processing
strategy with the airports (also:
AltMOC and Compliance)

Step 4

Rating of the verification-documents

Step 5
Implementation of an
monitoring program

Ml b

Airport

Step 1
Setting up the Project

Step 2
Inspection, relevance and
determination of departments

Step 3
Coordination of the non-relevant
requirements

Step 4
Handover of the work-packages to
the departments

Step 5
Processing of the requirements by
the department

Step 6

Global documents

Step 7

Non-compliance-situations

Step 8
Rating of the verification
-documents per requirement

Step 9
Editing of the requirements by the
department

Step10
Final provisioning of the require-
ments if there is need for editing




Relevant compliance attributes from the perspective of the competent
authorities

The key attributes already prepared by the manufacturer for the competent authority are described
below. As detailed in Section , the compli-
ance attributes can be changed or updated and thus adapted to the requirements of the relevant
administration processes.

CA Step 1: Header sata

Compliance status / value range
This process attribute stores the compliance status for each requirement and organisation.

Node type / value range
This compliance attribute classifies conditions, AMCs and certification specification, in order to
make it easier to filter compliance information.

Workflow status / value range
The workflow status documents the processing progress for each requirement.

CA Step 2: Relevant requirements

Certification basis / value range
By means of this data field it is possible to classify whether the current condition is part of the
certification basis.

Certification basis reference / value range
This attribute enables the storage of free-text information about the certification basis.

CA Step 3: Compliance strategy

Compliance reference / text attribute
The strategy that has been coordinated with the monitored organisations in order to achieve reg-
ulatory compliance can be stored here (also AltMoC, see Section ).

Non-compliance reference / text attribute
This compliance attribute documents the approach that has been coordinated with the monitored
organisation for the potential identification of a deviation from the requirement.

Safety objective strategy / text attribute
The communicated safety objective that is targeted by the compliance or non-compliance work of
the monitored organisation can be stored here.

ARCONDA.



CA Step 4: Evaluation of verification documents

Reference / text attribute
This compliance attribute documents the structure of the evidence from the perspective of the
competent authority.

Amendment requirement evidence / text attribute
This compliance attribute should indicate the established amendment requirement.

Schedule sequence / text attribute
A schedule sequence with regard to when and what evidence must be or has been provided, can
be stored in this field.

CA Step 5 Monitoring programme

Impact / value range
This process attribute classifies the anticipated impact on the safety status of non-compliance with
the conditions.

Potential deviations / text attribute
Any anticipated deviations in the context of the monitoring programme can be stored here for
the specific purpose of illustrating the controls.

Verification procedure / text attribute
The evidence required in the course of the cyclical monitoring can be documented in this compli-
ance attribute.

Safety objective / text attribute
The safety objective documented in the course of the current requirements can be documented in
this compliance attribute.

Monitoring cycle / value range
A monitoring cycle required for the monitoring of the controls is stored in the compliance
attributes.



ADR.AR.A.015 AltMoC

eControl provides a system for the regular evaluation of alternative verification procedures
(AltMoQ).

Individual AltMoCs can be agreed for every condition and every aerodrome.

Central, cross-organisational AltMoC register.

ADR.AR.B.020 deviations

eControl provides various compliance categories for the systematic evaluation and docu-
mentation of deviations.

Deviations are monitored for each condition and aerodrome. According to EASA regula-
tions, compliance attributes are provided for different deviations:

ELoS
DAAD
SC

Deviation information
Data fields for deviation information can be freely designed

Where required, different write and read access permissions for deviations for each
compliance category and monitored organisation.

Specific assignment of documents to deviations.

Examples of compliance attributes are shown below, with which DAAD-specific information can be
recorded.

EASA Compliance DAAD

EASA DAAD-No. & [DAAD-No.1

A
EASA DAAD Certification & [Cs ADR-DSN.D.310
Specification

A
EASA DAAD Safety Objective & P
EASA DAAD Deviation o
EASA DAAD Transposition Date & [21/12/2018

4
EASA DAAD ALoS Evidence 4 |Risk Assessment RA 1020

)

Accordingly, compliance attributes are also already provided by the manufacturer for the other
deviations:

AltMoC
ELoS and

SC

although all data fields can be freely designed by the customer in accordance with individual
requirements.

ARCONDA.



ADR.AR.B.010 QM-System

Complete documentation of administration processes
Storage of all process descriptions in eControl
Version management
Document control
Change, control, release

Read & Sign for version changes

Linking of regulations, audits, infringements, safety instructions

Measure management

ADR.AR.B.015 Changes

System support of analysis of impact on the management system of changes to the regu-
lations

Documentation of the impact analysis conducted in the document archive, in the RiskDB,
etc...

ADR.AR.C.040 Change requests

Provision of a traceable software for the administration of future changes

Change requests
Electronic form
Freely definable
Status management
Differentiated authorisation control
Reporting for each airport

Document management for each change request
Linking of change requests with the certification basis of the airport

Regulation-based email alerts (in the system)

An example of the form provided by the manufacturer is shown on next page. It can be amended as
required by the customer with the eControl form designer.
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] Incidents

Incident | Map | Documents | iERC | Measures | Rights | METAR. | Object explorer

Incidents

& « EREEER

Ehange request:

(Secu rity objective:

rﬁmcessing conclusion:

(Ground for refusal:

ID:New CA Amendment 00 /50 /w0 /%0
(Title: Change of the position 3-10 on the apron (Location: Arconda Airport v

lﬁepurt: Qperations v

2 P!
(Start Date / time: 09/10/2015 | / [12:00 [End Date / time: l:l i l:l fﬁespunsible: | Espenhain, Frank v |
[ ¥ Show extended parameters... ] (Briority: ‘ undefined '| [Btatus: ‘ Registration '| [ fRelease
FNo In / (FNe Out: | .3‘ / ‘ ‘3| [Locatien: | ¥
(Aircraft / [Reg: | _8“ / ‘ ¥-|
[Petitioner: [ Asrodrome 01 v [Reference AZ827/20161009
number:
(Date of application: 09/10/2015
(Application description:
4

[Processing status: original v

The generation and administration of process archives based on electronic forms (eForms) is a basic
function of eControl.

For further information about electronic forms (eForms)
in eControl see our catalogue:

"eControl - General Product Catalogue"

ARCONDA.systems
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ADR.AR.C.005/010 Audits

Preparation, planning and documentation of audits/inspections with eControl

Traceable documentation of external audits and self-inspections
Audit catalogue available for Regulation (EU) No. 139/2014
Audit plan (including planning, preparation, conduct, documentation, follow-up)

Complete audit catalogues or sections of audit catalogues (hierarchical structure) can be
used or merged in the preparation of audits

Storage of any number of documents for each test item and audit
Storage of any number of measures for each test item and audit

Linking for audit items with the certification basis or the requirements of compliance
management

Differentiated authorisation control for each audit
Standardised handling

Detailed reporting including statistical functions

ADR.AR.A.030 Incidents

eControl provides a traceable system for the airfield-related recording, analysis and trans-
fer of safety information

Change requests
Electronic form
Differentiated authorisation control
Reporting for each aerodrome

376/2014 - Taxonomy for the documentation of safety-related parameters [from 11-2015]
ECCAIRS compatibility
Approx. 265 combinable parameters

Linking of incidents with the certification basis or requirements of the aerodromes
Fully automatic dispatch of rule-based email alerts in the system



ADR.AR.A.040 Safety instructions

Provision of a traceable system for the generation and administration of safety
instructions

Electronic form
Differentiated authorisation control
Linking of safety instructions with certification basis of airports

ADR.AR.C.045 Infringements

Provision of a traceable system for the airfield-related recording, analysis and transfer of
safety information

System for the documentation and evaluation of observed infringements
Electronic form
Differentiated authorisation control
Reporting for each aerodrome

376/2014 - Taxonomy for the documentation of safety-relevant parameters [from 11-2015]
ECCAIRS compatibility
Approx. 265 combinable parameters

Linking of infringements with the certification basis of the aerodromes

Fully automatic dispatch of rule-based e-mail alerts in the system

ARCONDA.
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